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This edition of NFPA 1561, Standard on Emergency Services Incident Management System and
Command Safety, was prepared by the Technical Committee on Fire Service Occupational
Safety and Health. It was issued by the Standards Council on November 12, 2013, with an
effective date of December 2, 2013, and supersedes all previous editions.

This edition of NFPA 1561 was approved as an American National Standard on December
2,2013.

Origin and Development of NFPA 1561

The first edition of NFPA 1561 was issued in 1990 to support requirements in NFPA 1500,
Standard on Fire Department Occupational Safety and Health Program, that fire departments con-
duct emergency operations within an effective incident management system. The committee
realized that the safety aspects of a functional command structure were as important as the
operational coordination and effectiveness of the system. In developing the document, the
committee examined several incident management systems that were in use and determined
that, in addition to requiring the use of an incident management system, there should be
performance criteria for the components of a system that contribute directly toward safety
and health objectives.

The 1995 edition expanded the areas of accountability, use of rapid intervention crews for
rescue of members, and interagency cooperation and recognized that incident management
includes more than fireground operations.

The 2000 edition expanded the document to reflect the mainstream utilization of incident
management systems. The title of the document was changed to Standard on Emergency Services
Incident Management System, to reflect the fact that all emergency service organizations should
use an incident management system.

In the 2002 edition, the committee focused on areas of risk management, communica-
tions, roles and responsibilities of the incident safety officer (ISO), and rapid intervention
crews and defined command structures. In addition, new annex material was added to assist
the users of the standard.

The 2005 edition addressed specifics of incident management teams, unified command,
and the roles and responsibilities of the incident commander (IC) and the command and
general staff. That edition coincided with the development of the National Incident Manage-
ment System (NIMS), a new National Response Plan (NRP), and Homeland Security Presi-
dential Directive/HSPD-5 on management of domestic incidents.

The 2008 edition was a complete revision that provided additional emphasis in areas of
incident management to improve the safety, health, and survival of responders. Language
and terminology in the document was revised to ensure that users of the document are in
compliance with NIMS. Definitions were also revised for standardization between the health
and safety standards the committee is responsible for.

Material throughout the document was reorganized to present the material in a manner
that makes the standard easier to use and to recognize an incident management system as an
organizational tool that should be compliant with national standards and directives.

New requirements for a system qualification process and a requirement for communica-
tion capability with responders when they are working in an Immediately Dangerous to Life
and Health area were added. Substantial annex material was also added, including two new
annexes. One provided information on emergency operations centers, and the other pro-

NFPA and National Fire Protection Association are registered trademarks of the National Fire Protection Association, Quincy, Massachusetts 02169.



1561-2 EMERGENCY SERVICES INCIDENT MANAGEMENT SYSTEM AND COMMAND SAFETY

\

vided information on area command, including organization charts to illustrate both a unified command organiza-
tional structure and an area command organizational structure.

For the 2014 edition, there have been some significant changes to the document, many of which centered on
simple reorganization and for consistency with the Fire Service Occupational Safety and Health (FSOSH) project.
Some chapters and annexes have been moved, and many new requirements have been included in this edition. The
primary focus of this revision was to develop requirements directly aimed at reducing and eliminating fire ground
injuries and deaths of fire department members.

The most obvious addition to this edition has been the change of the document title to include “Command Safety”
and the creation of a new chapter, Command Safety. This chapter is intended to provide the foundation for the
incident commander (IC) on how to use, follow, and incorporate the incident management system at all emergency
scenes. The purpose of this chapter is to ensure the highest level of safety for fire department members at emergency
incident scenes. This includes the establishment of clearly defined requirements that the IC must meet, determining
how and when a command post must be established, ensuring that an incident safety officer is appointed at the
command post to respond to all incidents that the IC deems necessary, and ensuring that the expectations and
authorities of the incident safety officer are clearly defined. The new chapter also clearly outlines the roles, responsi-
bilities, and expectations of a safety officer and the appointment of an assistant safety officer, if deemed necessary.

In addition to developing this new chapter, the committee has also included requirements for the use of “Mayday”
and “Emergency Traffic” at emergency incidents, to bring the document in line with the 2013 edition of NFPA 1500,
Standard on Fire Department Occupational Safety and Health Program. The committee has also clarified the use of plain text
when transmitting emergency traffic over the radio.

In recognizing that fire department members can and do get injured at emergency incidents, the committee has
included additional requirements pertaining to the use of emergency medical services (EMS) at all emergency inci-
dents, including requirements addressing when EMS shall be used and what minimum level of EMS shall be provided.

The committee would also like to thank all members of the public who participated in the revision of this document
in working to increase fire department member safety at emergency incidents.

@ 2014 Edition
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IMPORTANT NOTE: This NFPA document is made available for
use subject to important notices and legal disclaimers. These notices
and disclaimers appear in all publications containing this document
and may be found under the heading “Important Notices and Dis-
claimers Concerning NFPA Documents.” They can also be obtained
on request from NFPA or viewed at www.nfpa.org/disclaimers.

NOTICE: An asterisk (*) following the number or letter
designating a paragraph indicates that explanatory material
on the paragraph can be found in Annex A.

Changes other than editorial are indicated by a vertical
rule beside the paragraph, table, or figure in which the
change occurred. These rules are included as an aid to the
user in identifying changes from the previous edition. Where
one or more complete paragraphs have been deleted, the de-
letion is indicated by a bullet (®) between the paragraphs that
remain.

Areference in brackets [ ] following a section or paragraph
indicates material that has been extracted from another NFPA
document. As an aid to the user, the complete title and edition
of the source documents for extracts in mandatory sections of
the document are given in Chapter 2 and those for extracts in
informational sections are given in Annex I. Extracted text
may be edited for consistency and style and may include the
revision of internal paragraph references and other refer-
ences as appropriate. Requests for interpretations or revisions
of extracted text shall be sent to the technical committee re-
sponsible for the source document.

Information on referenced publications can be found in
Chapter 2 and Annex L.

Chapter 1 Administration

1.1¥ Scope. This standard contains the minimum require-
ments for an incident management system to be used by emer-
gency services to manage all emergency incidents.

1.2 Purpose. The purpose of this standard is to define and de-
scribe the essential elements of an incident management system
that meets the requirements of Chapter 8 of NFPA 1500, Standard
on Fire Hose, 29 CFR 1910.120(q) (3), “Procedures for handling
emergency response”; and Homeland Security Presidential
Directive/HSPD-5, Management of Domestic Incidents.

1.3 Application.

1.3.1* This standard applies to organizations providing res-
cue, fire suppression, emergency medical services, hazardous
materials mitigation, special operations, and other emergency
services.

1.3.2 This standard does not apply to industrial fire brigades
that might also be known as emergency brigades, emergency
response teams, fire teams, plant emergency organizations, or
mine emergency response teams.

\
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Chapter 2 Referenced Publications

2.1 General. The documents or portions thereof listed in this
chapter are referenced within this standard and shall be con-
sidered part of the requirements of this document.

2.2 NFPA Publications. National Fire Protection Association,
1 Batterymarch Park, Quincy, MA 02169-7471.

NFPA 472, Standard for Competence of Responders to Hazardous
Materials/Weapons of Mass Destruction Incidents, 2013 edition.

NFPA 473, Standard for Competencies for EMS Personnel Re-
sponding to Hazardous Materials/Weapons of Mass Destruction Inci-
dents, 2013 edition.

NFPA 1006, Standard for Technical Rescuer Professional Qualifi-
cations, 2013 edition.

NFPA 1026, Standard for Incident Management Personnel Pro-
Jessional Qualifications, 2014 edition.

NFPA 1061, Standard for Professional Qualifications for Public
Safety Telecommunications Personnel, 2014 edition.

NFPA 1500, Standard on Fire Department Occupational Safety
and Health Program, 2013 edition.

NFPA 1581, Standard on Fire Department Infection Control Pro-
gram, 2010 edition.

NFPA 1584, Standard on the Rehabilitation Process for Members
During Emergency Operations and Training Exercises, 2008 edition.

2.3 Other Publications.

2.3.1 U.S. Government Publication. U.S. Government Print-
ing Office, Washington, DC 20402.

Homeland Security Presidential Directive/HSPD-5, Man-
agement of Domestic Incidents, February 2003.

Title 29, Code of Federal Regulations, Part 1910, Section
120(q) (3), “Procedures for handling emergency response,”
April 3, 2006.

2.3.2 Other Publication.

Merriam-Webster’s — Collegiate  Dictionary, 11th
Merriam-Webster, Inc., Springfield, MA, 2003.

edition,

2.4 References for Extracts in Mandatory Sections.

NFPA 472, Standard for Competence of Responders to Hazardous
Materials/Weapons of Mass Destruction Incidents, 2013 edition.

NFPA 600, Standard on Industrial Fire Brigades, 2010 edition.

NFPA 1051, Standard for Wildland Fire Fighter Professional
Qualifications, 2012 edition.

NFPA 1221, Standard for the Installation, Maintenance, and Use
of Emergency Services Communications Systems, 2013 edition.

NFPA 1250, Recommended Practice in Fire and Emergency Ser-
vices Organization Risk Management, 2010 edition.

NFPA 1451, Standard for a Fire and Emergency Service Vehicle
Operations Training Program, 2013 edition.

NFPA 1500, Standard on Fire Department Occupational Safety
and Health Program, 2013 edition.

NFPA 1521, Standard for Fire Department Safety Officer; 2008
edition.

NFPA 5000, Building Construction and Safety Code®, 2012
edition.

Chapter 3 Definitions

3.1 General. The definitions contained in this chapter shall
apply to the terms used in this standard. Where terms are not
defined in this chapter or within another chapter, they shall
be defined using their ordinarily accepted meanings within
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the context in which they are used. Merriam-Webster’s Collegiate
Dictionary, 11th edition, shall be the source for the ordinarily
accepted meaning.

3.2 NFPA Official Definitions.

3.2.1* Approved. Acceptable to the authority having jurisdic-
tion.

3.2.2* Authority Having Jurisdiction (AHJ). An organization,
office, or individual responsible for enforcing the require-
ments of a code or standard, or for approving equipment,
materials, an installation, or a procedure.

3.2.3 Shall. Indicates a mandatory requirement.

3.2.4 Should. Indicates a recommendation or that which is
advised but not required.

3.2.5 Standard. A document, the main text of which contains
only mandatory provisions using the word “shall” to indicate
requirements and which is in a form generally suitable for
mandatory reference by another standard or code or for adop-
tion into law. Nonmandatory provisions are not to be consid-
ered a part of the requirements of a standard and shall be
located in an appendix, annex, footnote, informational note,
or other means as permitted in the Manual of Style for NFPA
Technical Committee Documents.

3.3 General Definitions.

3.3.1 Accountability. A system or process to track resources at
an incident scene.

3.3.2 Agency Representative. An individual assigned to an in-
cident from an assisting or cooperating agency who reports to
the liaison officer and who has been delegated authority to
make decisions on matters affecting that agency’s participa-
tion at the incident.

3.3.3*% Area Command. An organization established to over-
see the management of multiple incidents that are each being
handled by an incident command system (ICS) organization,
or to oversee the management of large or multiple incidents
to which several incident management teams have been as-
signed.

3.3.4* Assistant. Title for subordinates of the command staff
positions that indicates a level of technical capability, qualifi-
cations, and responsibility subordinate to the primary func-
tions.

3.3.5 Branch. See 3.3.58.1.
3.3.6 Branch Director. See 3.3.59.1.

3.3.7% Clear Text/Plain Language. The use of plain language
in radio communications transmissions.

3.3.8 Command Radio Channel. See 3.3.44.1.

3.3.9*% Command Staff. The command staff consists of the
public information officer, safety officer, and liaison officer
who report directly to the incident commander and are re-
sponsible for functions in the incident management system
that are not a part of the function of the line organization.

3.3.10 Communications Center. A building or a portion of a
building that is specifically configured for the primary pur-
pose of providing emergency communication services or pub-
lic safety answering point services to one or more public safety
agencies under the authority or authorities having jurisdic-
tion. [1221, 2013]

3.3.11* Department Operations Center (DOC). An operations
center established by an individual agency to manage that
agency’s resources and coverage within the jurisdiction.

3.3.12*% Deputy. A fully qualified individual who, in the ab-
sence of a superior, could be delegated the authority to man-
age a functional operation or perform a specific task.

3.3.13 Dispatch Radio Channel. See 3.3.44.2.
3.3.14 Division. See 3.3.58.2.
3.3.15 Division Supervisor. See 3.3.59.2.

3.3.16 Electronic Data Protocol. A process for managing and
transmitting electronic data that may include computer based
systems; alarm systems; security systems; video; regional, local,
site, or building management; and information systems.

3.3.17 Emergency Incident. Any situation to which an emer-
gency services organization responds to deliver emergency ser-
vices, including rescue, fire suppression, emergency medical
care, special operations, law enforcement, and other forms of
hazard control and mitigation.

3.3.18* Emergency Operations Center (EOC). The physical lo-
cation at which the coordination of information and resources
to supportincident management (on-scene operations) activi-
ties normally takes place.

3.3.19* Emergency Services Organization (ESO). Any public,
private, governmental, or military organization that provides
emergency response and other related activities, whether for
profit, not for profit, or government owned and operated.

3.3.20* Fire Department. An organization providing rescue,
fire suppression, emergency medical care, special operations,
and related services.

3.3.21 General Staff. Responders that serve as section chiefs of
the operations, planning, logistics, and finance/administration
sections.

3.3.22 Group. See 3.3.58.3.
3.3.23 Group Supervisor. See 3.3.59.3.

3.3.24* High-Rise Building. A building where the floor of an
occupiable story is greater than 75 ft (23 m) above the lowest
level of fire department vehicle access. [5000, 2012]

3.3.25% HSPD-5. The abbreviation for Homeland Security
Presidential Directive/HSPD-5, Management of Domestic In-
cidents.

3.3.26 Imminent Hazard. An act or condition that is judged
to present a danger to persons or property that is so urgent
and severe that it requires immediate corrective or preventive
action. [1521, 2008]

3.3.27* Incident Action Plan. The objectives reflecting the
overall incident strategy, tactics, risk management, and mem-
ber safety that are developed by the incident commander. In-
cident action plans are updated throughout the incident.
[1500, 2013]

3.3.28 Incident Command System. See 3.3.30, Incident Man-
agement System (IMS).

3.3.29* Incident Commander (IC). The individual respon-
sible for all incident activities, including the development of
strategies and tactics and the ordering and the release of re-
sources. [472, 2013]
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3.3.30* Incident Management System (IMS). A system that de-
fines the roles and responsibilities to be assumed by responders
and the standard operating procedures to be used in the man-
agement and direction of emergency incidents and other func-
tions.

3.3.31* Incident Management Team (IMT). The incident com-
mander and appropriate command and general staff person-
nel assigned to an incident.

3.3.32* Incident Scene. The location where activities related
to a specific incident are conducted.

3.3.33 Incident Termination. The conclusion of emergency
service operations at the scene of an incident, usually the depar-
ture of the last unit from the scene.

3.3.34 Industrial Fire Brigade. An organized group of em-
ployees within an industrial occupancy who are knowledge-
able, trained, and skilled in at least basic fire-fighting opera-
tions, and whose full-time occupation might or might not be
the provision of fire suppression and related activities for their
employer. [600, 2010]

3.3.35 Intelligence Function. The analysis and sharing of na-
tional security and other types of classified information as well
as other operational information such as risk assessments,
medical surveillance, weather information geospatial data,
structural designs, toxic contaminants levels, and utilities and
public works data.

3.3.36 Liaison Officer. A member of the command staff, re-
sponsible for coordinating with representatives from cooper-
ating and assisting agencies.

3.3.37* Multi-Agency Coordination Systems (MACS). A system
that provides the architecture to support coordination for in-
cident prioritization, critical resource allocation, communica-
tions systems integration, and information coordination.

3.3.38* National Incident Management System (NIMS). A sys-
tem mandated by HSPD-5 that provides a consistent, nation-
wide approach for federal, state, local, and tribal govern-
ments; the private sector; and nongovernmental organizations
(NGOs) to work effectively and efficiently together to prepare
for, respond to, and recover from domestic incidents, regard-
less of cause, size, or complexity.

3.3.39* National Response Framework. A framework that rep-
resents the guiding principles that enable all responders to
prepare for and provide a unified national response to disas-
ters and emergencies — from the smallest incident to the larg-
est catastrophe.

3.3.40 Personnel Accountability System. A system that readily
identifies both the location and function of all members oper-
ating at an incident scene. [1500, 2013]

3.3.41* Planned Event. An occurrence that allows for the de-
velopment of an incident action plan prior to the occurrence.

3.3.42 Procedure. An organizational directive issued by the
authority having jurisdiction or by the department that estab-
lishes a specific policy that must be followed.

3.3.43* Public Information Officer. A member of the com-
mand staff responsible for interfacing with the public and me-
dia or with other agencies with incident-related information
requirements.
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3.3.44* Radio Channels.

3.3.44.1 Command Radio Channel. A radio channel desig-
nated by the emergency services organization that is pro-
vided for communications between the incident com-
mander and the division/group supervisors or branch
directors during an emergency incident.

3.3.44.2 Dispatch Radio Channel. A radio channel desig-
nated by the emergency services organization that is pro-
vided for communications between the communication
center and the incident commander or single resource.

3.3.44.3* Tactical Radio Channel. A radio channel desig-
nated by the emergency services organization that is pro-
vided for communications between resources assigned to
an incident and the incident commander.

3.3.45*% Rapid Intervention Crew/Company (RIC). A mini-
mum of two fully equipped responders who are on site and
assigned specifically to initiate the immediate rescue of in-
jured, lost or trapped responders.

3.3.46 Resources. All personnel and major items of equip-
ment that are available, or potentially available, for assign-
ments to incidents for which status is maintained.

3.3.47 Responder. A person who has responsibility to re-
spond to emergencies and deliver services such as fire fight-
ing, law enforcement, water rescue, emergency medical, emer-
gency management, public health, public works, and other
public services.

3.3.48 Risk. A measure of the probability and severity of ad-
verse effects that result from exposure to a hazard. [1451, 2013]

3.3.49 Risk Management. The process of planning, organizing,
directing, and controlling the resources and activities of an orga-
nization in order to minimize detrimental effects on that organi-
zation. [1250, 2010]

3.3.50* Safety Officer. A member of the command staff re-
sponsible for monitoring and assessing safety hazards and un-
safe situations, and for developing measures for ensuring per-
sonnel safety.

3.3.51* Section. The organizational level having responsibil-
ity for a major functional area of incident management, such
as operations, planning, logistics, finance/administration,
and intelligence (if established).

3.3.52% Special Operations. Those emergency incidents to
which the emergency services organization responds that re-
quire specific and advanced training and specialized tools and
equipment.

3.3.53* Staff Aide. A responder assigned to a supervisor to
assist with the logistical, tactical, and accountability functions
at an incident.

3.3.54 Staging. A specific function where resources are as-
sembled in an area at or near the incident scene to await in-
structions or assignments.

3.3.55* Standard Operating Procedure (SOP). A written orga-
nizational directive that establishes or prescribes specific op-
erational or administrative methods to be followed routinely
for the performance of designated operations or actions.
[1521, 2008]
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3.3.56 Strategy. The general plan or direction selected to ac-
complish incident objectives. [1051, 2012]

3.3.57 Supervisor. An emergency services responder who has
responsibility for overseeing the performance of other re-
sponders assigned to a specific division or group.

3.3.58 Supervisory Level.

3.3.58.1% Branch. A supervisory level established in either
the operations or logistics function to provide a span of
control.

3.3.58.2* Division. A supervisory level established to divide
an incident into geographic areas of operations.

3.3.58.3% Group. A supervisory level established to divide
the incident into functional areas of operation.

3.3.59 Supervisory Positions.

3.3.59.1 Branch Director. A person in a supervisory level
position in either the operations or logistics function to
provide a span of control.

3.3.59.2 Division Supervisor. A person in a supervisory
level position responsible for a specific geographic area of
operations at an incident.

3.3.59.3 Group Supervisor. A person in a supervisory level
position responsible for a functional area of operation.

3.3.60 Tactical Radio Channel. See 3.3.44.3.

3.3.61* Technical Specialist. A person with specialized skills,
training, and/or certification who can be used anywhere
within the incident management system organization where
his or her skills might be required.

3.3.62* Unified Command. An application of the incident
command system (ICS) that allows all agencies with jurisdic-
tional responsibility for an incident or planned event, either
geographical or functional, to manage an incident or planned
event by establishing a common set of incident objectives and
strategies.

Chapter 4 System Implementation

4.1* General. The incident management system shall provide
structure and coordination to the management of emergency
incident operations to provide for the safety and health of
emergency services organization (ESO) responders and other
persons involved in those activities.

4.2* Risk Management.

4.2.1 The incident management system shall integrate risk
management into the regular functions of incident command.

4.2.2 The risk management plan shall meet the requirements
of Chapter 4 of NFPA 1500.

4.3 System Flexibility.

4.3.1% The incident command system is flexible and shall be
implemented based upon the needs of the incident.

4.3.2 This standard shall not restrict any jurisdiction from
exceeding these minimum requirements or from adopting a
system tailored to meet local needs while satisfying the mini-
mum requirements of this standard.

4.4 Implementation.

4.4.1* The ESO shall adopt the National Incident Manage-
ment System (NIMS) to manage all emergency incidents.

4.4.2 The incident management system shall be designed to
meet the particular characteristics of the incident based on its
size and complexity, as well as the operating environment.

4.4.3 The incident management system shall be defined and
documented in writing.

4.4.4 Standard operating procedures (SOPs) shall include
the requirements for implementation of the incident manage-
ment system and shall describe the options that are available
for application according to the needs of each particular situ-
ation.

4.4.5* The ESO shall prepare and adopt written plans based
on the incident management system that address the require-
ments of the different types of incidents that can be antici-
pated.

4.4.6* The plans described in 4.4.5 shall address both routine
and unusual incidents and shall provide standardized proce-
dures and supervisory assignments that can be applied to the
needs of situations of differing types, sizes, and complexities.

4.4.7 The incident management system shall be utilized at all
emergency incidents.

4.4.8 The incident management system shall be applied to
drills, exercises, and other situations that involve hazards simi-
lar to those encountered at actual emergency incidents and to
simulated incidents that are conducted for training and famil-
iarization purposes.

4.4.9% The incident management system prescribed by this
standard shall be used by trained individuals and applied in a
manner that meets the needs of each particular situation.

4.4.10 The incident commander shall apply the incident
management system in a manner that is appropriate for the
circumstances of each specific situation.

4.5 Resource Accountability.

4.5.1* The ESO shall develop and routinely use a system to
maintain accountability for all resources assigned to the inci-
dent with special emphasis on the accountability of personnel.

4.5.2 The system shall maintain accountability for the loca-
tion and status condition of each organizational element at
the scene of the incident.

4.5.3 The system shall include a specific means to identify
and keep track of responders entering and leaving hazardous
areas, especially where special protective equipment is re-
quired.

4.5.4% The system shall provide for the use of additional ac-
countability personnel based on the size, complexity, or needs
of the incident.

4.5.5* Responder accountability shall be maintained and com-
municated within the incident management system when re-
sponders in any configuration are relocated at an incident.

4.5.6* Supervisors shall maintain accountability of resources
assigned within the supervisor’s geographical or functional
area of responsibility.
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4.5.7 Supervisors assigned to specific geographic areas shall
be located in areas that allow each supervisor to maintain ac-
countability of his or her assigned resources.

4.5.8 Where assigned as a company/crew/unit, responders
shall be responsible to remain under the supervision of their
assigned company/crew/unit supervisor.

4.5.9 Responders shall be personally responsible for follow-
ing the personnel accountability system procedures.

4.5.10* Responders who arrive at an incident in or on marked
apparatus shall be identified by a system that provides an accu-
rate accounting of the responders on each apparatus.

4.5.11* Responders who arrive at the scene of the incident by
means other than emergency response vehicles shall be iden-
tified by a system that accounts for their presence and their
assignment at the incident scene.

4.5.12* The accountability system shall include an SOP for the
evacuation of responders from an area where an imminent
hazard condition is found to exist.

4.5.13 The SOP described in 4.5.12 shall indicate the method
to be used to immediately notify all responders.

4.5.14%* The system shall also provide a process for the rapid
accounting of all responders at the incident scene.

4.6 Incident Scene Rehabilitation.

4.6.1* The incident commander shall consider the circum-
stances of each incident and make provisions for the rest and
rehabilitation of responders operating at the scene.

4.6.2 After rehabilitation, responders shall receive a new in-
cident assignment, return to the staging area to await an inci-
dent assignment, or be released from the incident.

4.6.3 The incident scene rehabilitation shall meet the re-
quirements of NFPA 1584, Standard on the Rehabilitation Process
for Members During Emergency Operations and Training Exercises.

4.7 System Qualification Process.

4.7.1 ESOs shall develop and implement a qualification pro-
cess specific to their organization to ensure that members who
function in the incident management system (IMS) are quali-
fied to function in incident management positions in the types
of incidents that the ESO would be expected to respond to.

4.7.2 The qualification system shall be developed to support
a typing scheme as follows:

(1) Type 5 — Local, discipline specific. An organization formed
at an incident capable of operating an incident manage-
ment system from its initial establishment up to and in-
cluding a full operational period as defined by the agency
or jurisdiction.

(2)*Type 4 — Local, agency, or jurisdiction specific. An organized
team capable of operating an incident management sys-
tem that could involve resources from multiple agencies
from the discovery of, and arrival at, an incident up to and
including a full operational period as defined by the
agency or jurisdiction.

(3)*Type 3 — Regional or state, multi-agency/multi-jurisdiction. An
organized team capable of operating an incident manage-
ment system that involves resources from multiple agen-
cies and jurisdictions from the local though federal level
for multiple operational periods.
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(4)*Type 2 — State or national. An organized team, qualified
and certified at the federal level, capable of operating an
incident management system that involves utilization of
significant numbers of state- and federal-level resources.

(5) Type 1 — National. An organized team, qualified and cer-
tified at the federal level, capable of operating an incident
management system that involves utilization of significant
numbers of federal-level resources.

4.7.3 ESOs can elect to qualify members of the organization
at or above Type 5, which shall be the minimum level of quali-
fication to function in the incident management system.

4.7.4 ESO specific incident management system qualification
processes shall be compatible with the National Incident Man-
agement System.

4.8 Training and Qualifications.

4.8.1% All responders who are involved in emergency opera-
tions shall be trained in the incident management and person-
nel accountability systems to the anticipated level of their in-
volvement.

4.8.2 The ESO shall provide refresher training at least annu-
ally.

4.8.3 Responders who are expected to perform as incident
commanders or to be assigned to supervisory levels within the
command structure shall be trained in and familiar with the
incident management system and the particular levels at
which they are expected to perform.

4.8.4 The ESO shall define training and experience require-
ments.

4.8.5% The incident commander shall make assignments
based on the availability, qualifications, and expertise of indi-
viduals.

Chapter 5 Functions and Structure of Command

5.1 Command Structure.

5.1.1* All positions identified within this standard shall meet
the requirements of NFPA 1026, Standard for Incident Manage-
ment Personnel Professional Qualifications.

5.1.2 The particular levels to be utilized in each situation
shall depend on the nature of the incident and the scale and
complexity of emergency services organization (ESO) activi-
ties at the scene.

5.1.3 The incident management system shall be modular to
allow the application of only those elements that are necessary
at a particular incident and to allow elements to be activated
or deactivated as the needs of the incident change with time.

5.1.4 The system shall provide for a routine process of escala-
tion as additional resources are utilized.

5.1.5 The incident commander shall determine which levels
and elements of the incident management system are to be
implemented in each case and shall develop the command
structure for each incident by assigning supervisory responsi-
bilities according to SOPs.

5.1.6 An effective span of control shall be determined by the
ability of each supervisory position to monitor the activities of
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assigned subordinates and to communicate effectively with
them.

5.1.7 The incident management system shall define stan-
dardized supervisory assignments.

5.1.8 The assignments described in 5.1.7 shall be activated
upon assignment by the incident commander.

5.1.9* Standardized supervisory assignments shall define the
role, authority, and responsibilities of assigned responders.

5.1.10 Assignments shall be defined by function or by loca-
tion at the scene of the incident.

5.1.11 The scope of authority to be delegated at each super-
visory level shall be outlined in SOPs.

5.1.12 An assignment that is defined by function shall be
based on performing or supervising a particular function or
set of functions.

5.1.13 An assignment that is defined by location shall be
based on supervising all activities that are conducted within a
designated area.

5.1.14 The area shall be defined by standard terminology or
specified by the incident commander at the time of assign-
ment.

5.1.15 The incident commander shall have the authority to
modify standard assignments or to apply them in a manner
that suits the particular needs of an incident.

5.1.16 The incident commander shall be responsible to
clearly identify the parameters of an assignment when deviat-
ing from the standard assignments in 5.1.9.

5.2 Coordination.

5.2.1* Where the incident is under the command authority of
a single ESO, the incident commander shall provide for liai-
son and coordination with all assisting and cooperating agen-
cies.

5.2.2 Where the incident is under the overall jurisdiction of
another agency that has not implemented an incident man-
agement system, the ESO shall utilize the incident manage-
ment system to manage its own operations and coordinate its
activities with the agency having overall jurisdiction.

5.3 Incident Commander.

5.3.1 The incident commander shall have overall authority
for management of the incident.

5.3.1.1 The incident commander shall have the responsibili-
ties and duties of all unassigned ICS positions.

5.3.2 The incident commander shall ensure that adequate
safety measures are in place.

5.3.2.1 At emergency operations, the incident commander
shall evaluate the risk to members operating at the scene and,
if necessary, request that at least BLS personnel and patient
transportation be available as required in Chapter 8 of
NFPA 1500, Standard on Fire Department Occupational Safety and
Health Program.

5.3.2.2 When members are performing special operations,
the highest available level of emergency medical care shall be
standing by at the scene with medical equipment and trans-
portation capabilities.

5.3.2.2.1 BLSshall be the minimum level of emergency medi-
cal care.

5.3.2.3 Emergency medical care and medical monitoring at
hazardous materials incidents shall be provided by or super-
vised by personnel who meet the minimum requirements of
NFPA 473, Standard for Competencies for EMS Personnel Respond-
ing to Hazardous Materials/Weapons of Mass Destruction Incidents.

5.3.3* The incident management system shall clearly identify
who is in overall command at the scene for the duration of the
incident.

5.3.4% SOPs shall provide for one individual to assume the role
of incident commander from the beginning of operations at
the scene of each incident.

5.3.5 The incident management system shall provide for the
transfer of the assignment of incident commander to take
place one or more times during the course of an incident.

5.3.6* SOPs shall define the circumstances and procedures for
transferring command to another on-scene officer/member
and shall specify to whom command shall be transferred.

5.3.7* Command Post.

5.3.7.1 In establishing a command post, the incident com-
mander shall ensure the following:

(1) The command post is located in or tied to a vehicle to
establish presence and visibility.

(2) The command post includes radio capability to monitor
and communicate with assigned tactical, command, and
designated emergency traffic channels for that incident.

(3) The location of the command post is communicated to
the communications center.

(4) The incident commander, or his or her designee, is
present at the command post.

(5)*The command post is located in the cold zone of an
incident.

5.3.8 The incident commander shall be responsible for con-
trolling communications on the tactical, command, and desig-
nated emergency traffic channels for that incident.

5.3.9 The incident commander shall maintain an awareness
of the location and function of all companies or units at the
scene of the incident.

5.3.10 The incident commander shall be responsible for
overall responder accountability for the incident.

5.3.11* The incident commander and members who are as-
signed a supervisory responsibility that involves multiple com-
panies or crews under their command shall have an additional
person (staff aide) assigned to facilitate the tracking and ac-
countability of the assigned companies or crews.

5.3.12 Incident Action Plan.

5.3.12.1 The incident commander shall be responsible for
developing and/or approving an incident action plan (IAP).

5.3.12.2% This IAP shall be communicated to all staged and
assigned members at an incident.

5.3.13 The incident commander shall keep the safety officer
informed of strategic and tactical plans and any changing con-
ditions.
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5.3.14* The incident commander shall evaluate the risk to
responders with respect to the purpose and potential results of
their actions in each situation.

5.3.15 In situations where the risk to emergency service re-
sponders is excessive, as defined in 5.3.16, activities shall be
limited to defensive operations.

5.3.16* The following risk management principles shall be uti-
lized by the incident commander:

(1) Activities that present a significant risk to the safety of
responders shall be limited to situations that have the po-
tential to save endangered lives.

(2) Activities that are routinely employed to protect property
shall be recognized as inherent risks to the safety of re-
sponders, and actions shall be taken to reduce or avoid
these risks.

(3) No risk to the safety of responders shall be acceptable
where there is no possibility to save lives or property.

5.3.17 The incident commander shall be responsible for de-
veloping the command organization for the incident.

5.3.18 The incident commander shall coordinate activity for
all command and general staff positions.

5.3.19 The incident commander shall conduct planning
meetings as required.

5.3.20 The incident commander shall be responsible for re-
viewing, evaluating, and revising the IAP and overall strategy
of the incident.

5.3.21 The incident commander shall be responsible for the
continuation, transfer, and termination of command at an in-
cident.

5.3.22 The incident commander shall order the demobiliza-
tion of resources when appropriate.

5.3.23 The incident commander shall provide for control of
access to the incident scene.

5.3.24 The incident commander shall make appropriate inci-
dent status notifications to key people, officials, and the
agency administrator.

5.3.25 The incident commander shall authorize release of
information to the news media.

5.3.26* The incident commander shall interface with any de-
partment operation center (DOC), area command, and in the
absences of a DOC or area command, an established emer-
gency operation center.

5.3.27 The incident commander shall establish a unified
command at a multi-agency or multijurisdictional incident
when agencies have jurisdictional responsibility for an inci-
dent, either geographic or functional.

5.4 Intelligence. The intelligence function shall be estab-
lished when required.

5.5% Unified Command.

5.5.1*% The ESO shall develop a system for a unified command
in coordination with more than one agency or jurisdiction
having responsibilities at an emergency incident.

5.5.2 The incident management system shall include a provi-
sion to designate one incident commander or to establish uni-
fied command.
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5.6* Area Command.

5.6.1* When area command is implemented, it shall have the
responsibility to set overall strategy and priorities, allocate
critical resources according to priorities, ensure that incidents
are managed in accordance with the incident management
system, and ensure that objectives are met and strategies are
followed.

5.6.2 Area command shall establish a tactical area within
which to allocate resources.

5.6.3 The relationships between an area commander and in-
cident commanders, and between an area commander(s) and
agency communication centers, need to be established prior
to an incident.

5.6.4 Area command shall determine if the dispatch center
will continue to allocate resources directly to the incident(s),
or to locations from which area command can dispatch the
resources into the identified tactical area.

5.6.5% If the resources are to be allocated to a location from
which area command will dispatch the resources, the local
dispatch center shall give all incidents within the tactical area
to the area command post and the resources to the area com-
mand staging area for allocation.

5.7* Multi-Agency Coordination System. When it is deemed
necessary to coordinate resources at the regional level, a
multi-agency coordination system (MACS) shall be estab-
lished based upon direction by the authority having jurisdic-
tion to facilitate the coordination and support between agen-
cies or jurisdictions.

5.8 Supervisory Personnel.

5.8.1*% Risk management principles shall be employed rou-
tinely by supervisory personnel at all levels of the incident
management system to define the limits of acceptable and un-
acceptable positions and functions for all responders at the
incident scene.

5.8.2% Supervisory personnel shall assume responsibility for
activities within their span of control, including responsibility
for the safety and health of responders and other authorized
persons within their designated areas.

5.8.3 Objectives.

5.8.3.1 Supervisory personnel shall work toward assigned ob-
jectives, within the overall strategy defined by the incident
commander.

5.8.3.2% Supervisory personnel shall, on a regular basis, report
progress, or lack of progress, in meeting those objectives as
well as any deviation from established plans.

5.8.4 Supervisory personnel at each level of the command
structure shall receive direction from, and shall provide
progress reports to, supervisory personnel at a higher level.

5.8.5 Supervisory personnel shall be alert to recognize condi-
tions and actions that create a hazard within their spans of
control.

5.8.6 All supervisory personnel shall have the authority and
responsibility to take immediate action to correct imminent
hazards and to advise their supervisory personnel regarding
such action.

5.8.7 Supervisory personnel shall coordinate their activities
with other supervisory personnel at the same level and shall
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provide direction to supervisory personnel at a lower level or
to responders within their spans of control.

5.8.8 Conlflicting Orders.

5.8.8.1* Where conflicting orders are received at any level of
the incident management system, the individual receiving the
conflicting order shall inform the individual giving the order
that a conflict exists.

5.8.8.2 If the conflicting order is required to be carried out,
the individual giving the conflicting order shall so inform the
individual who provided the initial order.

5.8.9 Supervisory Awareness.

5.8.9.1 All supervisory personnel shall maintain a constant
awareness of the position and function of all responders as-
signed to operate under their supervision.

5.8.9.2 This awareness shall serve as the basic means of ac-
countability that shall be required for operational safety.

5.9 Command Staff.

5.9.1 Command staff functions shall include those elements
of the incident management system that operate in direct sup-
port of the incident commander and contribute to the overall
management of the incident.

5.9.2% SOPs shall define the roles and responsibilities of re-
sponders assigned to command staff functions.

5.9.3 Command Staff Positions.

5.9.3.1* Three specific staff positions shall be identified as fol-
lows:

(1) Public information officer
(2) Liaison officer
(3) Safety officer

5.9.3.2* Additional staff functions shall be assigned depend-
ing on the nature and location of the incident or on require-
ments established by the incident commander.

5.9.4 Public Information Officer.

5.9.4.1 The public information officer (PIO) shall be inte-
grated within the incident management system as a command
staff member.

5.9.4.2*% The public information officer shall develop and re-
lease information about the incident to the news media, to
incident personnel, and to other appropriate agencies and
organizations.

5.9.4.3 Only one public information officer shall be assigned
for each incident, including incidents operating under uni-
fied command and multijjurisdiction incidents.

5.9.4.4 The public information officer shall be permitted to
have assistants as necessary, and the assistants shall be permit-
ted to also represent assisting agencies or jurisdictions.

5.9.4.5 The public information officer shall have the follow-
ing major responsibilities at any incident:

(1) Determine from the incident commander if there are any
limits on information release

(2) Develop material for use in media briefings

(3) Obtain incident commander’s approval of media releases

(4) Inform media and conduct media briefings

(5) Arrange for tours and other interviews or briefings as re-
quested

(6) Obtain media information that can be useful to incident
planning

(7) Maintain current information summaries and/or displays
on the incident and provide information on status of inci-
dent to assigned personnel

(8) Maintain unit log

5.9.5%* Liaison Officer.

5.9.5.1 The liaison officer shall be integrated within the inci-
dent management system as a command staff member.

5.9.5.2 The incident commander shall be permitted to estab-
lish the position of liaison officer on the command staff when
incidents are multijurisdictional or have several agencies in-
volved.

5.9.5.3* The liaison officer shall be the contact for the personnel
assigned to the incident by assisting or cooperating agencies.

5.9.5.4 The liaison officer shall have the following major re-
sponsibilities at any incident:

(1) Be a contact point for agency representatives

(2) Maintain a list of assisting and cooperating agencies and
agency representatives

(3) Assist in establishing and coordinating interagency con-
tacts

(4) Keep agencies supporting the incident aware of incident
status

(5) Monitor incident operations to identify current or poten-
tial interorganizational problems

(6) Participate in planning meetings and provide current re-
source status, including limitations and capability of as-
sisting agency resources

(7) Maintain unit log

5.9.6 Safety Officer.

5.9.6.1* The safety officer (SO) shall be integrated within the
incident management system as a command staff member. (See
Annex C.)

5.9.6.2% SOPs shall define criteria for the response or appoint-
ment of a safety officer.

5.9.6.3 If the safety officer is designated by the incident com-
mander, the ESO shall establish criteria for appointment
based upon 4.8.5.

5.9.6.4*% Assistant safety officers shall be assigned when activi-
ties, incident size, incident complexity, or other needs warrant
extra personnel to ensure the achievement of safety functions.

5.9.6.5* The safety officer and assistant safety officer(s) shall
be specifically identifiable on the incident scene.

5.9.6.6* The ESO shall have a policy for the assignment of the
incident safety officer to ensure that a separate incident safety
officer (SO) responds automatically.

5.9.6.7* If a predesignated incident safety officer is not avail-
able, the incident commander shall appoint an incident safety
officer that meets the requirements of 4.8.5.

5.9.6.8 An additional assistant incident safety officer(s) shall
be appointed when the activities, size, or need of the incident
warrants extra safety personnel.

5.9.6.9* The safety officer shall make recommendations to the
incident commander for the need of technical specialists
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based on the incident type, technical requirements, or specific
agency needs of the incident.

5.9.6.9.1% In cases where a designated incident safety officer
does not meet the technician-level requirements of NFPA 1006,
Standard for Technical Rescuer Professional Qualifications, the inci-
dent commander shall appoint an assistant incident safety officer
or a technical specialist who meets the technician-level require-
ments of NFPA 1006 to assist with incident safety officer func-
tions.

5.9.6.9.2* In cases where a designated incident safety officer
does not meet the technician-level requirements of NFPA 472,
Standard for Competence of Responders to Hazardous Materials/
Weapons of Mass Destruction Incidents, the incident commander
shall appoint an assistant incident safety officer or a technical
specialist who meets the technician-level requirements of
NFPA 472 to assist with incident safety officer functions.

5.9.6.10 At an emergency incident, the incident commander
shall be responsible for the overall management of the inci-
dent and the safety of all members involved at the scene.
[1500:8.1.5]

5.9.6.11 At an emergency incident where activities are judged
by the incident safety officer as posing an imminent threat to
responder safety, the incident safety officer shall have the author-
ity to stop, alter, or suspend those activities.

5.9.6.11.1 The incident safety officer shall immediately in-
form the incident commander of any actions taken to cor-
rect imminent hazards at the emergency scene.

5.9.6.11.2 At an emergency incident where an incident
safety officer identifies unsafe conditions, operations, or
hazards that do not present an imminent threat to re-
sponder, the incident safety officer shall take appropriate
action through the incident commander to mitigate or
eliminate the unsafe condition, operation, or hazard at the
incident scene.

5.9.6.12 An assigned assistant incident safety officer(s) shall
be granted the authority authorized in 5.9.6.11.

5.9.6.13* The incident safety officer and assistant incident
safety officer(s) shall be readily identifiable at the incident
scene.

5.9.6.14* Upon arrival or assignment as the incident safety
officer at an incident, he or she shall obtain a situation-
status briefing from the incident commander or designee
that includes the verbal incident action plan.

5.9.7 Scene Safety.

5.9.7.1 The safety officer shall monitor conditions, activi-
ties, and operations to determine whether they fall within
the criteria as defined in the fire department’s risk manage-
ment plan.

5.9.7.2 When the perceived risk(s) is not within the criteria
of 5.9.6.15.1, the safety officer shall take action as outlined
in 5.3.15.

5.9.7.3 The major responsibilities of the safety officer,
which shall apply to any incident, are as follows:

(1) Participate in planning meetings

(2) Identify hazardous situations associated with the inci-
dent

(3) Review the IAP for safety implications
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(4) Exercise emergency authority to stop and prevent unsafe
acts

(5) Investigate accidents that have occurred within the inci-
dent area

(6) Assign assistants as needed

(7) Review and approve the medical plan

(8) Maintain unit log

5.9.7.4* The incident safety officer shall ensure that the inci-
dent scene rehabilitation area has been established.

5.9.7.5 The incident safety officer shall ensure compliance
with the department’s infection control plan and NFPA 1581,
Standard on Fire Department Infection Control Program, during
emergency medical service operations.

5.10% General Staff. An incident management system shall
include the general staff sections of operations, planning, lo-
gistics, and finance/administration.

5.10.1 Operations Section.

5.10.1.1* Operations section functions shall include those tac-
tical operations of the incident management system that are
within the primary mission of the ESO.

5.10.1.2*% The incident commander shall assign intermediate
levels of supervision and organize resources following SOPs
based on the scale and complexity of operations.

5.10.1.3* All supervisory personnel assigned to operations
functions shall support an overall strategic plan, as directed by
the incident commander, and shall work toward the accom-
plishment of tactical objectives.

5.10.1.4 Supervisory personnel assigned to operations func-
tions shall be accountable for all resources assigned under their
span of control and for coordination with higher levels of the
command structure and with other supervisory personnel at the
same level.

5.10.1.5 Supervisory personnel shall ensure that the safety
and health of all responders is the primary consideration.

5.10.1.6 The following major responsibilities of the opera-
tions section chief shall apply to any incident:

(1) Manage tactical operations as follows:

(a) Interact with next lower level of section (branch or
division/group) to develop the operations portion of
the IAP

(b) Request resources needed to implement the opera-
tion’s tactics as a part of the IAP

(2) Assist in development of the operations portion of the
IAP

(3) Supervise the execution of the IAP for operations as fol-
lows:

(a) Maintain close contact with subordinate positions
(b) Ensure safe tactical operations

(4) Request additional resources to support tactical opera-
tions

(5) Approve release of resources from assigned status (not
release from the incident)

(6) Make or approve expedient changes to the IAP during the
operational period as necessary

(7) Maintain close communication with the incident com-
mander

(8) Maintain unit log
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5.10.1.7 The incident commander shall be permitted to as-
sign single resources, task forces, or strike teams in tactical
assignments without activation of either the section or
branches.

5.10.1.8 Staging.

5.10.1.8.1* The incident management system shall provide
a standard system to manage reserves of responders and
other resources at or near the scene of the incident.

5.10.1.8.2* When emergency activities are being conducted
in a location where there would be a delay in activating
staged resources, the incident commander shall establish
staging areas close to the area where the need for those
resources is anticipated.

5.10.1.9 Staging Area Manager.

5.10.1.9.1 The staging area manager shall report to the
operations section chief or to the incident commander if
the operations section chief position has not been filled.

5.10.1.9.2 The following major responsibilities of the staging
area manager shall apply to any incident:

(1) Establish layout of staging area
(2) Post areas for identification and traffic control
(3) Provide check-in for incoming resources
(4) Determine required resource reserve levels from the op-
erations section chief or incident commander
(b) Advise the operations section chief or incident com-
mander when reserve levels reach minimums
(6) Maintain and provide status to resource unit of all re-
sources in staging area
(7) Respond to operations section chief or incident com-
mander requests for resources
(8) Request logistical support for personnel and/or equip-
ment as needed
(9) Maintain staging area in an orderly condition
(10) Demobilize or move staging area as required
(11) Maintain unit log

5.10.2 Planning Section.

5.10.2.1* Planning section staff functions shall include those
components of the incident management system involved
with information management that support the incident com-
mander and other levels of the incident command structure.

5.10.2.2* The incident management system shall include a
standard approach for the collection, evaluation, dissemina-
tion, and use of information.

5.10.2.3 The planning staff shall account for the organiza-
tional structure, availability of resources, deployment of re-
sources, and situation status reports.

5.10.2.4 The incident management system shall include stan-
dard methods and terminology to record and track the assign-
ment of resources for the duration of an incident.

5.10.2.5 The incident management system shall include a
standard approach to utilize technical specialists to support
the development of strategic plans and to assist the incident
commander.

5.10.2.6 The four units that shall be permitted to be estab-
lished within the planning section are as follows:

(1) Resources unit
(2) Situation unit

(3) Documentation unit
(4) Demobilization unit

5.10.2.7* The incident commander shall be permitted to acti-
vate specific units within the planning section without activa-
tion of the entire section.

5.10.2.8 The following major responsibilities of the planning
section shall apply to any incident:

(1) Collectand process situation information about the inci-
dent
(2) Supervise preparation of the IAP
(3) Provide input to the incident commander and opera-
tions section chief in preparing the IAP
(4) Reassign out-of-service personnel already on site to inci-
dent management system organizational positions as ap-
propriate
(5) Establish information requirements and reporting
schedules for planning section units (e.g., resources,
situation units)
(6) Determine need for any specialized resources in support
of the incident
(7) Establish special information collection activities as nec-
essary (weather, environmental, toxins, etc.)
(8) Assemble information on alternative strategies
(9) Provide periodic predictions on incident potential
(10) Report any significant changes in incident status
(11) Compile and display incident status information
(12) Oversee preparation of incident demobilization plan
(13) Incorporate the incident traffic plan (from ground sup-
port) and other supporting plans into the IAP
(14) Maintain unit log

5.10.3 Logistics Section.

5.10.3.1* The logistics section shall provide services and sup-
port systems to all the organizational components involved in
the incident including facilities, transportation, supplies,
equipment maintenance, fueling, feeding, communications,
and medical services/responder rehabilitation.

5.10.3.2*% The six units that shall be permitted to be estab-
lished within the logistics section are as follows:

(1) Supply unit

(2) Facilities unit

(3) Ground support unit

(4) Communications unit

(5) Food unit

(6) Medical services/responder rehabilitation unit

5.10.3.3* The incident commander shall be permitted to acti-
vate specific units within the logistics section without activa-
tion of the entire section.

5.10.3.4 The following major responsibilities of the logistics
section shall apply to any incident:

(1) Manage all incident logistics

(2) Provide logistical input to the incident commander in
preparing the IAP

(3) Brief branch directors and unit leaders as needed

(4) Identify anticipated and known incident service and sup-
port requirements

(5) Request additional resources as needed

(6) Review and provide input to the communications plan,
medical plan, and traffic plan

(7) Supervise requests for additional resources

(8) Oversee demobilization of logistics section
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5.10.3.5* When implementing logistics at an incident in a
high-rise building, the following additional functional assign-
ments shall be included:

(1) Base

(2) Lobby control

(3) Systems control

(4) Expanded ground (stairwell) support

5.10.4 Finance/Administration Section.

5.10.4.1* The incident management system shall provide
finance/administrative services where necessary.

5.10.4.2 The incident commander shall assign finance/
administrative functions on the basis of the needs or complexity
of the incident.

5.10.4.3* The four units that shall be permitted to be estab-
lished within the finance/administration section are as fol-
lows:

(1) Time unit

(2) Procurement unit

(8) Compensation/claims unit
(4) Cost unit

5.10.4.4 The incident commander shall be permitted to acti-
vate specific units within the finance/administration section
without activation of the entire section.

5.10.4.5 The following major responsibilities of the finance/
administration section shall apply to any incident:

(1) Manage all financial aspects of an incident
(2) Provide financial and cost analysis information as re-
quested
(3) Gather pertinent information from briefings with re-
sponsible agencies
(4) Develop an operating plan for the finance/administration
section.
(5) Fill supply and support needs
(6) Determine need to set up and operate an incident com-
missary
(7) Meet with representatives of assisting and cooperating
agencies as needed
(8) Maintain daily contact with agency’s administrative
headquarters on finance/administration matters
(9) Ensure that all personnel time records are accurately
completed and transmitted to home agencies, according
to policy
(10) Provide financial input to demobilization planning
(11) Ensure that all obligation documents initiated at the in-
cident are properly prepared and completed
(12) Brief the agency’s administrative personnel on all
incident-related financial issues needing attention or
follow-up

Chapter 6 Communications and Information
Management

6.1* Communications Systems.

6.1.1 The communications system shall meet the require-
ments of the emergency services organization (ESO) for both
routine and large-scale emergencies.
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6.1.2 The communications system shall have the capacity to
provide one dispatch radio channel and a separate tactical
radio channel for initial use at the incident.

6.1.3 When a division or group has been implemented, the
communications system shall have the capacity to provide a
dispatch radio channel, a command radio channel, and a tac-
tical radio channel.

6.1.4*% The communications system shall provide reserve ca-
pacity for complex or multiple incidents.

6.1.5 The ESO shall provide for communications interoper-
ability with mutual aid resources or other agencies that could
be expected to respond to a major incident.

6.1.6 The ESO shall develop an information management
system.

6.2 Protocols and Terminology.

6.2.1 The incident management system shall include SOPs
for radio communications that provide for the use of standard
protocols and terminology at all types of incidents.

6.2.2% Clear text/plain language shall be used for radio com-
munications.

6.2.3% Standard terminology shall be established to transmit
information, including strategic modes of operation, situation
reports, and emergency notifications of imminent hazards.

6.3 Emergency Traffic.

6.3.1* To enable responders to be notified of an emergency
condition or situation when they are assigned to an area des-
ignated as immediately dangerous to life or health (IDLH), at
least one responder on each crew or company shall be
equipped with a portable radio and each responder on the
crew or company shall be equipped with either a portable ra-
dio or another means of electronic communication.

6.3.2% The communications system shall provide a standard
method to give priority to the transmission of emergency mes-
sages and notification of imminent hazards over that of rou-
tine communications to all levels of the incident command
structure.

6.3.2.1*% The term “Mayday, Mayday, Mayday” shall be used to
alert responders that a member(s) need immediate help.

6.3.2.2 When a “Mayday” condition is announced on the ra-
dio for an immediate condition for a responder, the IC shall
make sure the “Mayday” is broadcast utilizing the distinctive
emergency traffic alert tones and a plan is implemented to
facilitate the immediate action to address the situation.

6.3.3* To ensure that clear text/plain language is used for an
emergency condition at an incident, the ESO shall have an
SOP that uses the radio term emergency traffic as a designation
to clear radio traffic.

6.3.4*% “Emergency Traffic” or “Mayday” shall be declared by
an incident commander, branch director, division/group su-
pervisor, or any member that needs to address an emergency
condition, or is aware of an emergency situation that hasn’t
been broadcast on the radio channel.

6.3.5* When a responder has declared an “Emergency Traffic”
message or a “Mayday” situation, that person shall use clear
text/plain language to identify the type of emergency, change
in conditions, or change in tactical operations.
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6.3.6 When the emergency has been abated or all affected
members have been made aware of the hazardous condition
or emergency, the incident commander shall permit radio
traffic to resume.

6.4 Telecommunicator Support.

6.4.1 The incident management system shall provide SOPs
for a telecommunicator to provide support to emergency inci-
dent operations.

6.4.2 Telecommunicators shall be trained to function effec-
tively within the incident management system and shall meet
the qualifications required by NFPA 1061, Standard for Profes-
sional Qualifications for Public Safety Telecommunications Personnel.

6.4.3* The incident commander shall be provided with re-
ports of elapsed time-on-scene at emergency incidents in
10-minute intervals from the ESO communications center, un-
til reports are terminated by the incident commander.

Chapter 7 Incident Management Team(s)

7.1 Positions.

7.1.1* An incident management team shall be capable of filling
the command and general staff positions.

7.1.2 The authority having jurisdiction (AH]J) shall develop
qualifications of each position based on the roles and responsi-
bilities identified in this document.

7.2 Training.

7.2.1* The local agency shall provide training for the respond-
ers who fill the incident management team positions.

7.2.2 Team members shall be trained together with fullscale
exercises and simulations of sufficient number to develop their
proficiency and allow them to maintain the necessary skills.

7.2.3 TheAH] shall require training and planning with adjacent
jurisdictions and agencies to jointly develop incident manage-
ment teams to manage the overall incident.

7.3 Staffing.

7.3.1* Staffing of an incident management team shall provide
sufficient responders to provide relief for continuous operation
covering multi-operational periods.

7.3.2% The local agency shall develop SOPs for on-call roster
(to fill each position on the incident management team), no-
tification and response capability of each member, and a
cache of incident command post supplies.

Chapter 8 Command Safety

8.1 Supervisory Levels. The incident management system shall
provide a series of supervisory levels to be implemented to create
a command structure.

8.2%* Span of Control. The command structure for each incident
shall maintain an effective supervisory span of control at each
level of the organization.

8.3 Overall Command. The incident management system shall
clearly identify who is in overall command at the scene for the
duration of the incident.

8.3.1* There shall be one clearly identifiable incident com-
mander for the duration of the incident, from the arrival of
the first ESO unit until the incident is terminated.

8.4 Command Post Establishment. Following the initial stages
of an incident, the incident commander shall establish a station-
ary command post.

8.5* Accountability Systems. The incident commander shall ini-
tiate an accountability system that includes functional and geo-
graphical assignments at the beginning of operations and that
system shall be maintained throughout operations.

8.6 Assignment of Staff Aides. The incident commander and
members who are assigned a supervisory responsibility that in-
volves three or more companies or crews under their command
shall have an additional person (staff aide) assigned to facilitate
the tracking and accountability of the assigned companies or
crews.

8.7 Additional Resources. The incident commander shall re-
quest additional resources as needed.

8.8 Rapid Intervention Crew/Company Assignment. The IC
shall designate and assign a rapid intervention crew/company
(RIC) to initiate the immediate rescue of injured, lost, or trapped
responders.

8.9 Responsibilities of the Incident Commander.

8.9.1 The first arriving responder from an ESO that has respon-
sibility for the incident shall assume the role of incident com-
mander for the incident.

8.9.1.1 The incident commander shall conduct an initial and
ongoing situational assessment of the incident.

8.9.1.2 The incident commander shall establish an effective
communications plan.

8.9.1.3 The incident commander shall develop the incident
objectives from the situational assessment and form applicable
strategy and tactics.

8.9.1.4 The incident commander shall deploy available re-
sources and request additional resources based upon the
needs of the incident.

8.9.1.5 The incident commander shall develop an incident
organization for the management of the incident.

8.9.1.6 The incident commander shall review, evaluate, and
revise the strategy and tactics based upon the needs of the
incident.

8.9.1.7 The incident commander shall provide for the conti-
nuity, transfer, or termination of command.

8.10% Community Risk and Emergency Operation Plans. The
ESO shall identify community risks and develop specific emer-
gency operation plans that address both routine and unusual
incidents and shall provide standardized procedures and su-
pervisory assignments that can be applied to the needs of situ-
ations of differing types, sizes, and complexities.

8.11* Command Post Requirements. Following the initial
stages of an incident, in establishing a command post, the
incident commander shall ensure the following:

(1) The command post is located in or tied to a vehicle to
establish presence and visibility.

(3]
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(2) The command post includes radio capability to monitor
and communicate with assigned tactical, command, and
designated emergency traffic channels for that incident.

(3) The location of the command post is communicated to
the communications center.

(4) The incident commander, or his or her designee, is
present at the command post.

(5) The command post is located in the cold zone of an
incident.

8.12 Command Post.

8.12.1 The incident commander shall maintain an awareness
of the location and function of all companies or units at the
scene of the incident.

8.12.2 The incident commander shall be responsible for
overall responder accountability for the incident.

8.12.3 The incident commander shall initiate an accountabil-
ity system that includes functional and geographical assign-
ments at the beginning of operations and that system shall be
maintained throughout operations.

8.12.4 The incident commander and members who are as-
signed a supervisory responsibility that involves three or more
companies or crews under their command shall have an addi-
tional member(s) (staff aide) assigned to facilitate the track-
ing and accountability of the assigned companies or crews.

8.12.5 The incident commander shall keep the safety officer
informed of strategic and tactical plans and any changing con-
ditions.

8.12.6* The incident commander shall evaluate the risk to
responders with respect to the purpose and potential results of
the responders’ actions.

8.12.7 In situations where the risk to emergency service re-
sponders is excessive, as defined in 8.12.8, activities shall be
limited to defensive operations.

8.12.8* The following risk management principles shall be uti-
lized by the incident commander:

(1) Activities that present a significant risk to the safety of
responders shall be limited to situations that have the po-
tential to save endangered lives.

(2) Activities that are routinely employed to protect property
shall be recognized as inherent risks to the safety of re-
sponders, and actions shall be taken to reduce or avoid
these risks.

(3) No risk to the safety of responders shall be acceptable
where there is no possibility to save lives or property.

8.13 Safety Officer and Assistant Safety Officer.

8.13.1* The incident commander (IC) shall appoint a safety
officer (SO) at all applicable emergency incidents.

8.13.2 The following items shall be considered regarding the
appointment of a safety officer:

(1) The safety officer must be assigned as early in the incident
as possible.

(2) The safety officer reports directly to the IC.

(3) The safety officer recons the incident to identify existing
or potential hazards and informs the incident com-
mander.

(4) The safety officer recommends to the IC any changes to
the incident action plan as a result of the ongoing surveys.
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(5) At an emergency incident where the safety officer judges
activities unsafe or an imminent hazard, the safety officer
shall have the authority to alter, suspend, or terminate
those activities. The safety officer needs to immediately
inform the incident commander of any actions taken to
correct imminent hazards at the emergency scene.

(6) Atan emergency incident where a safety officer identifies
unsafe conditions, operations, or hazards that do not
present an imminent danger, the safety officer should
take appropriate action through the incident commander
to mitigate or eliminate the unsafe condition, operations,
or hazard at the incident scene.

(7) When operating in forward or otherwise hazardous posi-
tions, the safety officer must be attired in appropriate per-
sonal protective equipment (PPE), including self-
contained breathing apparatus (SCBA), have radio
communication equipment , and be accompanied by an-
other responder.

Annex A Explanatory Material

Annex A is not a part of the requirements of this NFPA document

but is included for informational purposes only. This annex contains
explanatory material, numbered to correspond with the applicable text
paragraphs.
A.1.1 This document establishes minimum requirements for
the development and implementation of an incident manage-
ment system. The system is intended to apply to operations
conducted at the scene of emergency incidents by an emer-
gency services organization (ESO). Although this document is
written largely in terms relating to a single-agency system, it is
intended to integrate with emergency management systems
that apply to multiple agencies and large-scale situations.

A.1.3.1 For effective use of an incident management system,
it should be acknowledged that emergency incidents are
rarely true single-discipline events. The emergency services or-
ganization’s (ESO’s) incident management system should be
known to participants and integrated with similar systems of
other ESOs (such as law enforcement), private emergency
medical service providers, and public works agencies. In fact,
it is in the best interest of the ESO to promote the use of a
standard system on an interagency and interdisciplinary basis.

A.3.2.1 Approved. The National Fire Protection Association
does not approve, inspect, or certify any installations, proce-
dures, equipment, or materials; nor does it approve or evalu-
ate testing laboratories. In determining the acceptability of
installations, procedures, equipment, or materials, the author-
ity having jurisdiction may base acceptance on compliance
with NFPA or other appropriate standards. In the absence of
such standards, said authority may require evidence of proper
installation, procedure, or use. The authority having jurisdic-
tion may also refer to the listings or labeling practices of an
organization that is concerned with product evaluations and is
thus in a position to determine compliance with appropriate
standards for the current production of listed items.

A.3.2.2 Authority Having Jurisdiction (AHJ). The phrase “au-
thority having jurisdiction,” or its acronym AH]J, is used in
NFPA documents in a broad manner, since jurisdictions and
approval agencies vary, as do their responsibilities. Where pub-
lic safety is primary, the authority having jurisdiction may be a
federal, state, local, or other regional department or indi-
vidual such as a fire chief; fire marshal; chief of a fire preven-
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tion bureau, labor department, or health department; build-
ing official; electrical inspector; or others having statutory
authority. For insurance purposes, an insurance inspection de-
partment, rating bureau, or other insurance company repre-
sentative may be the authority having jurisdiction. In many
circumstances, the property owner or his or her designated
agent assumes the role of the authority having jurisdiction; at
government installations, the commanding officer or depart-
mental official may be the authority having jurisdiction.

A.3.3.3 Area Command. Area command has the responsibility
to set overall strategy and priorities, allocate critical resources
according to priorities, ensure that incidents are properly
managed, and ensure that objectives are met and strategies
followed. Area command becomes unified area command
when incidents are multijurisdictional.

A.3.3.4 Assistant. The command staff positions of safety of-
ficer, public information officer, and liaison officer can be as-
signed an assistant or as many assistants as necessary to com-
plete the assigned tasks.

A.3.3.7 Clear Text/Plain Language. Ten codes or agency-
specific codes should not be used when using clear text/plain
language.

A.3.3.9 Command Staff. Command staff positions can have
an assistant or assistants.

A.3.3.11 Department Operations Center (DOC). A depart-
ment operations center could facilitate mutual aid requests,
assistance for hire requests, and other agency issues such as
recall of personnel and staffing of resources.

A.3.3.12 Deputy. In some cases, a deputy could act as relief for
a superior and therefore must be fully qualified for the posi-
tion. Deputies can be assigned to the incident commander,
general staff, and branch directors.

A.3.3.18 Emergency Operations Center (EOC). An EOC can
be a temporary facility or be located in a more central or per-
manently established facility, perhaps at a higher level of orga-
nization within a jurisdiction. EOCs can be organized by major
functional disciplines (e.g., fire, law enforcement, and medi-
cal services), by jurisdiction (e.g., federal, state, regional,
tribal, city, county), or some combination thereof.

A.3.3.19 Emergency Services Organization (ESO). These or-
ganizations can include law enforcement; emergency medical
services; fire departments; American Red Cross; Salvation
Army; public works; federal, state, or local government agen-
cies; private contractors; environmental agencies; fire bri-
gades; and other organizations.

A.3.3.20 Fire Department. The term fire department includes
any public, governmental, private, industrial, or military orga-
nization providing these services.

A.3.3.24 High-Rise Building. It is the intent of this definition
that, in determining the level from which the highest occupi-
able floor is to be measured, the enforcing agency should ex-
ercise reasonable judgment, including consideration of over-
all accessibility to the building by fire department personnel
and vehicular equipment. Where a building is situated on a
sloping terrain and there is building access on more than one
level, the enforcing agency might select the level that provides
the most logical and adequate fire department access. [5000,
2012]

A.3.3.25 HSPD-5. HSPD-5 requires all federal departments
and agencies to adopt the NIMS and to use it in their indi-
vidual incident management and emergency programs and
activities, as well as in support of all actions taken to assist state,
tribal, or local entities. The directive requires the federal de-
partments and agencies to make adoption of the NIMS by
state and local organizations a condition for federal prepared-
ness assistance (through grants, contracts, and other activi-
ties).

A.3.3.27 Incident Action Plan. An incident action plan can be
a verbal plan, tactical worksheet, written plan, or combina-
tions thereof, that reflects the overall incident strategy, tactics,
risk management, and member safety that are developed by
the incident commander.

A.3.3.29 Incident Commander (IC). The IC has overall au-
thority and responsibility for conducting incident operations
and for managing all incident operations at the incident site.

A.3.3.30 Incident Management System (IMS). The system is
also referred to as an incident command system (ICS).

The implementation of HSPD-5 led to the development of
the National Incident Management System (NIMS). The
NIMS is a system mandated by HSPD-5 that provides a consis-
tent nationwide approach for federal, state, local, and tribal
governments; the private sector; and nongovernmental orga-
nizations to work effectively and efficiently together to pre-
pare for, respond to, and recover from domestic incidents,
regardless of cause, size, or complexity. To provide for interop-
erability and compatibility among federal, state, local, and
tribal capabilities, the NIMS includes a core set of concepts,
principles, and terminology. HSPD-5 identifies these as the
ICS; multi-agency coordination systems; training; identifica-
tion and management of resources (including systems for clas-
sifying types of resources); qualification and certification; and
the collection, tracking, and reporting of incident informa-
tion and incident resources.

In addition to the NIMS, the process also incorporates the
National Response Plan. The National Response Plan is de-
fined as a plan mandated by HSPD-5 that integrates federal
domestic prevention, preparedness, response, and recovery
plans into one all-discipline, all-hazards plan.

A.3.3.31 Incident Management Team (IMT). Incident man-
agement teams are generally classified as one of five
types—Type I are national teams; Type II are state or national
teams; Type III are regional or state, multi-agency or multi-
jurisdictional teams; Type IV are local agency- or jurisdiction-
specific teams; and Type V are local discipline-specific teams.

An IMT is made up of the command and general staff
members in an ICS organization. Persons to fill these positions
for various types of incidents or events are often predesig-
nated to ensure that they have the necessary training and ex-
perience to fulfill the roles and responsibilities of the ICS po-
sition. The level of training and experience of the IMT
members, coupled with the identified formal response re-
quirements and responsibilities of the IMT, are factors in de-
termining the Type of the IMT.

A deployable IMT can be requested by the AHJ for events
that exceed local capabilities or for other reasons. Such a team
is structured to provide incident management assistance to
complement and support the existing incident management
system (IMS) organization. The emergency services organiza-
tion can request the IMT to either perform incident support
or incident management of the overall emergency.

(3]
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A.3.3.32 Incident Scene. This location should include the en-
tire area subject to incident-related hazards and all areas used
by the emergency services organization responders and equip-
ment in proximity to the incident scene.

A.3.3.37 Multi-Agency Coordination Systems (MACS). These
systems assist agencies and organizations to fully integrate the
subsystems of the NIMS. The components of multi-agency co-
ordination systems include facilities, equipment, emergency
operation centers (EOCs), specific multi-agency coordination
entities, personnel, procedures, and communications.

A.3.3.38 National Incident Management System (NIMS). To
provide for interoperability and compatibility among federal,
state, local, and tribal governments, the NIMS includes a core
set of concepts, principles, and terminology. HSPD-5 identi-
fies these as the ICS; multi-agency coordination systems; train-
ing; identification and management of resources (including
systems for classifying types of resources); qualification and
certification; and the collection, tracking, and reporting of
incident information and incident resources.

A.3.3.39 National Response Framework. The National Re-
sponse Framework (NRF) defines the key principles, roles,
and structures that organize the way the nation responds. It
describes how communities, tribes, states, the federal govern-
ment, and private-sector and nongovernmental partners apply
the principles for a coordinated, effective national response. It
identifies special circumstances where the federal government
exercises a larger role, including incidents where federal inter-
ests are involved and catastrophic incidents where a state
would require significant support. The NRF enables first re-
sponders, decision makers, and supporting entities to provide
a unified national response. This FEMA document establishes
a comprehensive, national, all hazards approach to domestic
incident response.

A.3.3.41 Planned Event. Examples of a planned event are pa-
rades, sporting events, air shows, conventions, and controver-
sial court decisions.

A.3.3.43 Public Information Officer. The public information
officer can be assigned assistant(s).

A.3.3.44 Radio Channels. For many emergency services orga-
nizations (ESOs), the dispatch, command, and tactical chan-
nels may only be one or two channels. In some localities, sev-
eral communities might share several frequencies for public
safety operations while in other locations, a small city or town
might share radio channels within its governmental agencies
(e.g., police, fire, EMS, and public works).

Radio frequency usually refers to the radio frequency of
the assigned channel. A radio channel is defined as the width
of the channel depending on the type of transmissions and
the tolerance for the frequency of emission. Aradio channel is
normally allocated for radio transmission in a specified type of
service or by a specified transmitter.

The ESO needs to ensure that necessary radio channels are
available when necessary at complex incidents such as a com-
mercial structure fire, mass-casualty incident, hazardous mate-
rials incident, or special operations incident. This might re-
quire that the radio system allow the use of available channels
to ensure proper communications during large-scale or com-
plex incidents.

The ESO must preplan for not only large-scale or complex
incidents, but also for the ability to handle daily operations.
Standard operating procedures, radio equipment and other
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hardware, and dispatch and communications protocols must
be in place to ensure that these additional channels are avail-
able when needed.

A.3.3.44.3 Tactical Radio Channel. It is also used at the tacti-
cal level management unit when implemented.

A.3.3.45 Rapid Intervention Crew/Company (RIC). In some
organizations they can also be known as a rapid intervention
team. At wildland incidents, this crew designation would be
addressed through the planning process and contingency
planning. Emergency services organizations respond to many
incidents that present a high risk to the safety of their respond-
ers. Organizations operating in compliance with 29 CFR
1910.134, “Respiratory protection,” need to have a minimum
of two persons on scene, fully equipped outside any poten-
tially immediately dangerous to life and health (IDLH) atmo-
sphere when other responders are operating in an IDLH or
potentially IDLH atmosphere. Initially, these responders out-
side the potentially IDLH atmosphere could have other as-
signments as long as those assignments do not detract from
their being immediately available to perform their assignment
as a member of the RIC. As the incident escalates, the rapid
intervention crew/company should become a rapid interven-
tion group. The primary purpose of the RIC is the rescue of
injured, lost, or trapped emergency responders. Organiza-
tions utilizing an incident management system in accordance
with this standard or 29 CFR 1910.120, “Hazardous waste op-
erations and emergency response,” along with a personnel ac-
countability system, have incorporated the RIC into their man-
agement system. Many organizations have redefined their
response plans to include the dispatch of an additional re-
source (e.g., a fire department engine company, rescue com-
pany, or truck company) to respond to incidents and stand by
as the rapid intervention crew/company. Incident command-
ers can assign additional RICs based on the size and complex-
ity of the incident scene. This requirement is also included as
part of the emergency operations chapter of NFPA 1500, Stan-
dard on Fire Department Occupational Safety and Health Program.

A.3.3.50 Safety Officer. The safety officer (SO) can be as-
signed assistant(s). There are agencies that identify the SO as
an incident safety officer (ISO) according to NFPA 1521, Stan-
dard for Fire Department Safety Officer.

A.3.3.51 Section. The section is organizationally situated be-
tween the branch and the incident command.

A.3.3.52 Special Operations. Special operations include inci-
dents requiring specialized training such as response to struc-
tural collapse, confined space, trench, vehicle/machinery,
high-angle, water, or wilderness rescue; hazardous materials
situations involving chemicals, biological, radiological,
nuclear, or explosive materials; and acts of terrorism.

A.3.3.53 Staff Aide. A staff aide is also known as a staff assis-
tant, field incident technician, or emergency incident techni-
cian, who can be a responder or responder officer.

A.3.3.55 Standard Operating Procedure (SOP). The intent of
standard operating procedures is to establish directories that
must be followed. Standard operating guidelines allow flex-
ibility in application.

A.3.3.58.1 Branch. A branch is organizationally situated be-
tween the section and the division or group in the operations
section, and between the section and units in the logistics sec-
tion. Branches are identified by the use of Roman numerals or
by functional area.
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A.3.3.58.2 Division. Divisions are established when the num-
ber of resources exceeds the manageable span of control of
the operations chief. A division is located within the ICS orga-
nization between the branch and resources in the operations
section.

Based upon current federal guidelines, agencies currently
using the term sector are encouraged to change terminology to
become NIMS compliant for their incident and daily opera-
tions by using the terms division for reference to organiza-
tional components based on geographic area and group for
organizational components based on function.

A.3.3.58.3 Group. Groups are composed of resources as-
sembled to perform a special function not necessarily within a
single geographic division. Groups, when activated, are lo-
cated between branches and resources in the operations sec-
tion. (See 3.3.58.2, Division.)

Based upon current federal guidelines, agencies currently
using the term sector are encouraged to change terminology to
become NIMS compliant for their incident and daily opera-
tions by using the terms division for reference to organiza-
tional components based on geographic area and group for
organizational components based on function.

A.3.3.61 Technical Specialist. Technical specialists could be
needed in areas of fire behavior, special operations (i.e., haz-
ardous materials, technical rescue), water resources, environ-
mental concerns, building construction, urban search and res-
cue (USAR), resource use, training, geographic information
systems, and damage inspections.

A.3.3.62 Unified Command. Agencies work together through
the designated members of the unified command, often the
senior person from agencies and/or disciplines participating
in the unified command, to establish a common set of objec-
tives and strategies and a single incident action plan. This is
accomplished without losing or abdicating agency authority,
responsibility, or accountability.

A.4.1 This standard establishes minimum performance re-
quirements for an incident management system based on con-
cerns for the safety and health of ESO responders. The ben-
efits of an IMS extend far beyond this single concern, but
responder health and safety is considered to be the most im-
portant reason to implement such a system. This standard also
can be used for guidance in meeting the requirements for an
incident command system (ICS) as outlined in other NFPA
documents.

A.4.2 The incident commander has the ultimate responsibil-
ity for the safety of all ESO responders operating at an inci-
dent and for any and all other persons whose safety is affected
by ESO operations. Risk management provides a basis for the
following:

(1) Standard evaluation of the situation
(2) Strategic decision-making

(3) Tactical planning

(4) Plan evaluation and revision

(5) Operational command and control

A.4.3.1 Many of the requirements of the incident command
system (ICS) are implemented based upon the size and com-
plexity of the incident. Each incident commander should con-
sider the incident management system as a toolbox and imple-
ment only the areas that are needed based upon the needs at
the incident. Adopting a model system is intended to provide a
uniform approach to incident management.

A.4.4.1 The ESO should evaluate existing recognized systems
in order to develop or adopt a system that meets its own par-
ticular requirements and provides compatibility with systems
used by other agencies that it would reasonably be expected to
work with at emergency incidents.

A.4.4.5 ESOs respond to a wide variety of incidents. Most of
these incidents are considered routine and involve a small
commitment of resources, while a few incidents involve large
commitments of resources, complex situations, and poten-
tially high-risk operations. It is important for an incident man-
agement system to accommodate all types and sizes of inci-
dents and to provide for a regular process of escalation from
the arrival of the first responding units at a routine incident to
the appropriate response for the largest and most complex
incidents. The system always should be applied, even to rou-
tine incidents, to allow responders to be familiar with it, pre-
pared for escalation, and cognizant of the risks that exist at all
incidents.

A.4.4.6 During responder rescue operations, the incident
commander should consider the following:

(1) Request additional resources
(2) Implement a medical group function
(3) Implement a staging area for resources
(4) Deploy a rapid intervention crew/company and a medi-
cal component for responders
(5) Modify the strategic plan to include a high-priority res-
cue operation
(6) Initiate a personnel accountability report (PAR)
(7) Withdrawal of companies from affected area
(8) Assign a rescue group to manage multiple rapid inter-
vention crews/companies
(9) Ensure a safety officer has been assigned
(10) Assign a backup rapid intervention crew/company if a
staged rapid intervention crew/company is deployed
(11) Assign an advanced life support (ALS) or basic life sup-
port (BLS) company
(12) Request additional responders based on span of control
needs to staff supervisory positions
(13) Request specialized equipment
(14) Ensure that dispatch is monitoring all radio channels
(15) Open appropriate doors to facilitate egress and access
(16) Impact of vertical/horizontal ventilation
(17) Provide lighting at doorways, especially at points of entry

A.4.4.9 An incident management system is intended to pro-
vide a standard approach to the management of emergency
incidents. The many different and complex situations encoun-
tered by emergency responders require a considerable
amount of judgment in the application of the incident man-
agement system. The primary objective is always to manage
the incident, not to fully implement and utilize the incident
management system. The incident commander should be able
to apply the incident management system in a manner that
supports effective and efficient management of the incident.
The use of the system should not create an additional chal-
lenge for the incident commander.

A.4.5.1 The function of resource accountability should be
assigned to personnel who are responsible for maintaining the
location and status of all assigned resources at an incident. As
the incident escalates, this function would be placed under
the planning section.

This function is separate from the role of the incident com-
mander. The incident commander is responsible for the overall

y

2014 Edition @



1561-22

EMERGENCY SERVICES INCIDENT MANAGEMENT SYSTEM AND COMMAND SAFETY

command and control of the incident. Due to the importance of
responder safety, this function should be assigned to dedicated
accountability personnel as the size and complexity of the inci-
dent dictates. A number of positions could function in this role
including a staff assistant(s), chief officer(s), or another respond-
er(s).

There are many means of accounting for resources. Com-
ponents can include tactical worksheets, command boards,
apparatus riding lists, company responder boards, electronic
bar-coding systems, and so forth depending on whether equip-
ment or personnel are being tracked. These components can
be used in conjunction with one another to facilitate the track-
ing of responders by both location and function. The compo-
nents of any resource accountability system should be modu-
lar and expand with the size and complexity of the incident.

A.4.5.4 The accountability personnel should work with the
incident commander and division or group supervisors to as-
sist in the ongoing tracking and accountability of all respond-
ers.

A.4.5.5 In structural fire situations, responders leaving a geo-
graphic area within a multistory structure to change SCBA
cylinders outside the structure should be re-assigned and ac-
countability maintained by the responsible division or group
supervisor where the responders are being sent (e.g., staging
or rehabilitation).

A.4.5.6 Division or group supervisors should report to the
responsible supervisor (e.g., incident commander, opera-
tions, logistics, base, or staging) depending on the extent to
which the incident management system has been imple-
mented, when personnel are re-assigned.

A.4.5.10 For an ESO, a standard system to account for the
identity and assignment of each responder could be relatively
simple when all responders arrive as assigned crews on appa-
ratus. The identity of each crew member should at least be
recorded in a standard manner on the vehicle, with a supervi-
sor responsible for the crew.

A.4.5.11 When responders arrive in their own vehicles or as-
semble at the incident scene, a system is required to record the
identity or each member arriving and to organize them into
companies/crews/units with appropriate supervision. This re-
quires a standard system of “reporting in” at the incident and
becoming part of the overall organized management system.

A.4.5.12 The intent of this requirement is to provide assur-
ance that all responders are notified of urgent safety warnings
in the event of an unanticipated emergency situation. The sys-
tem should include all responders and any other individuals
who are operating in areas where they could be endangered.

A.4.5.14 One purpose of the system is to provide rapid deter-
mination of whether any responders are missing in the event
that an area is required to be evacuated or a structural collapse
or other unplanned event occurs. The incident management
system should account for the degree of danger that is in-
volved in specific activities and should provide more direct
supervision over responders exposed to greater risks.

A.4.6.1 The incident commander should consider the cir-
cumstances of each incident and initiate rest and rehabilita-
tion of members in accordance with the fire department’s
SOPs.

A.4.7.2(2) A Type 4 incident management team can be de-
scribed as follows:
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(1) A single- and/or multi-agency team for expanded inci-
dents, typically formed and managed at the city or county
level or by a predetermined regional entity

(2) Ateam of seven to ten trained personnel that respond to
incidents that are typically contained within one opera-
tional period in the control phase, usually within a few
hours after resources arrive on the scene

(3) Ateam that can be dispatched to manage or help manage
incidents requiring a significant number of local and mu-
tual aid resources, such as a major structure fire, a multi-
vehicle crash with multiple patients, an armed robbery, or
a hazmat spill; could also be used at public events

(4) A team that can initially manage larger, more complex
incidents prior to arrival of a Type 3, Type 2, or Type 1 in-
cident management team (IMT)

A.4.7.2(3) A Type 3 incident management team can be de-
scribed as follows:

(1) Amulti-agency/multijurisdiction team for extended inci-
dents, formed and managed at the state, regional, or met-
ropolitan level

(2) Ateam of 10-20 trained personnel that deploy together to
manage major or complex incidents requiring a signifi-
cant number of local, regional, and state resources, and
incidents that extend into multiple operational periods
and require a written incident action plan

(8) A team that can be utilized at incidents such as a tornado
touchdown, earthquake, flood, or multi-day hostage/
standoff situation, or at a planned mass-gathering events

(4) A team that can initially manage larger, more complex
incidents prior to arrival of and transition to a Type 2 or
Type 1 IMT

A.4.7.2(4) A Type 2 incident management team can be de-
scribed as follows:

(1) A self-contained, all-hazard or wildland team recognized
at the national and state level, coordinated through the
state, Geographic Area Coordination Center, or National
Interagency Fire Center

(2) A team where all personnel meet the National Wildfire
Coordination Group (NWCG) training regimen at the
Type 2 level for their specific position

(3) A team of 20-35 personnel that deploy together to man-
age incidents of regional significance and other incidents
requiring a large number of local, regional, state, and na-
tional resources, including incidents where operations
section personnel approach 200 per operational period
and total incident personnel approach 500

A.4.8.1 In addition to being familiar with the basic structure
of the incident management system, all responders should be
trained to assume initial command of an incident in the ab-
sence of a more qualified individual. This applies to a situation
where an individual could be the first arriving at the scene of
an incident and, therefore, responsible for initiating com-
mand responsibilities at the scene.

A.4.8.5 Some functions are performed best by individuals
with specific expertise, particularly in highly technical areas.
The ESO should endeavor to have more than one qualified
individual to perform each essential function within the inci-
dent management system.

A.5.1.1 A fire department safety officer should meet the re-
quirements of NFPA 1521, Standard for Fire Department Safety
Officer.

A.5.1.9 The intent of defining standardized assignments is to
provide for efficient communications when assignments are
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made. Instead of explaining each assignment in detail, the
incident commander makes assignments that are predefined
and described in the SOPs. The incident commander deter-
mines which standardized assignments to utilize, depending
on the situation. When an assignment is made, both the inci-
dent commander and assigned responder know what is ex-
pected, based on their knowledge of the written SOP.

SOPs can define certain assignments that would be as-
sumed automatically upon arrival at the scene by designated
individuals, such as the safety officer. The pre-assigned indi-
viduals should make the incident commander aware of their
presence upon arrival and assume their predesignated func-
tions unless otherwise instructed by the incident commander.
This could involve relieving an individual who had been as-
signed to the function pending the arrival of the designated
individual.

In addition to defining the role, authority, and responsibili-
ties, SOPs should provide guidance or direction on how an
assignment is to be performed.

These functions generally are performed without geo-
graphic limitation and interact with different levels of the
command structure. Other functional assignments, such as
staging or medical treatment, could refer to both the function
and a designated location where it is applied.

A.5.2.1 Designated representatives should be assigned by
other agencies involved in emergency incidents to ensure that
all functions performed by their agencies support and are co-
ordinated with ESO activities. There should be an established
system for representatives of cooperating agencies to report to
the command post. Where necessary, the incident com-
mander should assign a designated liaison officer to manage
interaction with representatives of other agencies. Where
ESOs routinely work together under mutual aid or automatic
aid systems, SOPs and communications capabilities should
provide for activities to be managed routinely by one incident
commander under a management system that does not neces-
sarily require representatives of each ESO to be present at the
command post.

A.5.3.3 There should be one clearly identifiable incident
commander for the duration of the incident, from the arrival
of the first ESO unit until the incident is terminated. Although
a succession of individuals could assume the role of incident
commander, there should be no question of who is in com-
mand. When a transfer of command takes place, it should be
performed in a standard manner.

An exception to the “one incident commander” require-
ment can be permitted where two or more agencies have spe-
cific jurisdictional responsibility for an incident. In such cir-
cumstances, a unified command guideline can be employed,
by prior agreement, with two or more individuals working to-
gether to command the incident.

A.5.3.4 The incident management system should be applied
to every incident from the arrival of the first individual until
termination. At small-scale incidents, the assumption of com-
mand can be informal, but the principle of one individual in
overall command of the incident should always apply. Routine
application of the system is intended to increase familiarity
with the concepts and procedures, even where the need to
apply a formal command structure is not obvious. The first
arriving individual of the ESO, regardless of rank or function,
should be the incident commander until relieved by a more
qualified responder. All responders should be sufficiently fa-

miliar with basic responsibilities and communications proto-

cols in order to assume the role of initially arriving incident
commander, if only until a more qualified individual arrives.

A.5.3.6 The ESO should establish a protocol of command au-
thority based on rank structure, assignments, and qualifications
to define a hierarchy for transferring command. The qualifica-
tions required to perform as incident commander should in-
crease with the size and complexity of the incident. SOPs should
define the circumstances under which an officer at a higher level
should respond to an incident and whether the transfer of com-
mand to an officer at a higher level is mandatory or discretionary.

In certain cases, an individual with a higher level of com-
mand authority arriving at the scene can direct the current
incident commander to continue in this role. The higher level
officer is responsible for the command of the incident but
could act as an observer or advisor to allow the incident com-
mander to benefit from the experience. The exercise of this
option should be at the discretion of the higher ranking of-
ficer. (See Annex E.)

A.5.3.7 In order to effectively command an incident, it is rec-
ognized that the incident commander needs to be in the most
advantageous position possible. The best position is a fixed,
visible, and accessible location at the command post. This can
be accomplished utilizing the incident commander’s staff ve-
hicle, a designated command vehicle, or fire apparatus. An
acceptable alternative is utilizing the rear area of a sport utility
vehicle or van-style vehicle. This method will provide the inci-
dent commander with an area that is quiet and free of distrac-
tions from which to command an incident.

It is also vital for the incident commander to be able to
hear all radio transmissions, especially from those operating
on scene. The best way to accomplish this is through the use of
a radio communication headset. This will enable the incident
commander to be in the best position possible to hear critical
radio transmissions.

The incident command post also should be visible and rec-
ognizable. This can be accomplished by displaying a colored
light, flag, banner, or other symbol to mark the location.
Where special command post vehicles are used, such vehicles
are usually marked with distinctive identification to make the
command post recognizable.

A.5.3.7.1(5) The cold zone establishes the public exclusion or
clean zone. There are minimal risks for human injury and/or
exposure in this zone. For more information on control zones,
see A.8.6.4 in NFPA 1500, Standard on Fire Department Occupational
Safety and Health Program.

A.5.3.11 A second person (staff aide) needs to be assigned to
assist the incident commander and members who are assigned a
supervisory responsibility Involving multiple companies or units
to maintain resource accountability. Supervisors operating by
themselves cannot effectively direct resources and maintain accu-
rate accountability without an additional staff person to assist.

A.5.3.12.2 In the initial stages of an incident, the IAP can be
communicated verbally.

A.5.3.14 The acceptable level of risk is directly related to the
potential to save lives or property. Where there is no potential to
save lives, the risk to ESO responders needs to be evaluated in
proportion to the ability to save property of value. Where there is
no ability to save lives or property, there is no justification to ex-
pose ESO responders to any avoidable risk, and defensive fire
suppression operations are the appropriate strategy.
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A.5.3.16 The risk to ESO responders is the most important
factor considered by the incident commander in determining
the strategy that will be employed in each situation. The man-
agement of risk levels involves all of the following factors:

(1) Routine evaluation of risk in all situations
(2) Well-defined strategic options
(3) Standard operating procedures (SOPs)
(4) Effective training
(5) Full protective clothing and equipment
(6) Effective incident management and communications
(7) Safety procedures and safety officer
(8) Backup crews for rapid intervention
(9) Adequate resources
(10) Rest and rehabilitation
(11) Regular re-evaluation of conditions
(12) Pessimistic evaluation of changing conditions
(13) Experience based on previous incidents and critiques

A.5.3.26 The incident management system should include
standard operating procedures to protect responders from
hazards and to keep unauthorized persons out of hazardous
areas. All supervisory personnel should be aware of hazards
and should take the necessary steps to control access to areas
under their supervision. The incident commander should
provide for control of access to the entire incident scene and,
where appropriate, should exclude, establish limitations for,
or provide an escort for non-ESO responders.

A.5.4 The intelligence function, as an organizational compo-
nent, can be established as a law enforcement management
component but might not always be within the command staff.
It can appear in one of the following four places within an
incident command system organization, depending on the na-
ture of the incident and the need for use of classified or sensi-
tive information:

(1) Within the command staff

(2) Asaunitor technical position within the planning section
(3) As abranch within the operations section

(4) As aseparate general staff section

A.5.5 One approach that is used for multi-jurisdictional inci-
dents is “unified command.” In this system, each agency hav-
ing jurisdictional or statutory responsibility for the outcome of
the incident can have its own designated incident com-
mander, with all of the incident commanders working to-
gether to develop one unified plan of action. This approach
should be used only within a well-established interagency SOP.

Unified command is a team effort process, allowing all
agencies with geographical, functional, or statutory responsi-
bility for an incident to establish a common set of incident
objectives and strategies that all involved organizations agree
upon. This is accomplished without losing or abdicating
agency authority, responsibility, or accountability.

Where multiple jurisdictions are responsible for the out-
come of the incident, the plan should incorporate a process to
assign, divide, or share overall command responsibilities in a
standard manner. It is essential to establish the roles, respon-
sibilities, and relationships of the different agencies that could
be involved in advance of a major incident.

In incident management system unified command, re-
sources stay under the administrative and policy control of
their agencies. Operationally, resources are deployed by a
single operations section chief based on the requirements of
the incident action plan.
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The operations section chief will normally be from the juris-
diction or agency that has the greatest involvement in the inci-
dent. The selection of the operations section chief should be
agreed upon by the unified command, as the operations section
chief will have full authority to implement the tactical operations
portion of the incident action plan. It is also necessary to agree
on other general staff personnel who will be implementing their
portions of the incident action plan.

Unified command represents an important element in in-
creasing the effectiveness of multijurisdictional or multi-agency
incidents. As incidents become more complex and involve more
agencies, the need for unified command is increased.

Under unified command, the various jurisdictions and/or
agencies are blended together into an integrated unified team.
The resulting organization could be a mix of personnel from
several jurisdictions or agencies, each performing functions as
appropriate and working toward a common set of objectives.

Lack of knowledge about the incident management system
can limit the willingness of some jurisdictions or agencies to par-
ticipate in a unified command incident organization. It is impos-
sible to implement unified command unless agencies have
agreed to participate in the process.

A single incident command post should be established, as
should other facilities where all agencies can operate together, as
needed. The confusion created by separate command, planning,
and logistical set-ups should be avoided.

Figure A.5.5(a) shows a typical organization chart for a uni-
fied command at an incident that involves both fire and law en-
forcement operations. If an area command has been established,
the unified command would report to the area command.

Figure A.5.5(b) shows a typical organization chart for a uni-
fied command at a multijurisdictional, multicasualty incident. In
this case, each city would have an incident commander at the
unified command. The unified command should ensure that a
centralized medical communication function is established, co-
ordinating modes of patient transportation destination decisions
between jurisdictions, impacted areas, and response agencies.

A.5.5.1 The incident management system should be a compo-
nent of interagency and multijurisdictional planning for emer-
gency operations. An ESO is seldom the only agency involved in
activities at the scene of emergency incidents, particularly large-
scale incidents. Any other agencies that have an established role
at emergency incidents also should be included.

The incident management system also should be integrated
with plans for major emergencies that could involve activities at
differentsites. In these circumstances, the incident management
system as defined in this document should apply specifically to
activities conducted at a particular site and should be integrated
with large-scale plans for the coordination of activities at multiple
sites.

A.5.6 Major disasters such as earthquakes, floods, multiple fires,
or severe storms can create a large number of incidents affecting
multijurisdictional areas. Due to the size and broad area of po-
tential impact, these incidents provide an appropriate environ-
ment to designate an area command to allocate resources within
the identified tactical area.

Some incidents being coordinated under an area command
could be multi-agency and/or multijurisdictional, and could
have a unified command structure in place. If this is the case,
then the area command should also be a unified area command.
This will require full jurisdictional representation at the unified
area command. Itis essential that all parties are clear on agency/
jurisdictional “strategic goals” and “rules of engagement.”
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UNIFIED COMMAND
FIRE/LAW

— Safety Officer

—— Public Information Officer
— Liaison Officer
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Planning Section Logistics Section Finance/Admin.
Chief Chief Section Chief
(Staff as needed) (Staff as needed) (Staff as needed)

Operations Section
Chief*
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| Law Branch Director |

| Fire Branch Director |

— Fire Task Force

—| Medical Group Supervisor | —| Contact Group Supervisor |
— Triage Unit Leader
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— Transport Unit Leader E Entry Task Force
] . . Sniper Task Force
_| Fire Suppression Group Supervisor | Crisis Negotiation Team Leader
— Rescue Task Force 1
— Rescue Task Force 2 —| Force Protection Group Supervisor |

L Fire/EMS Protection Task Force

* The operations section chief can be

from Law with a deputy operations
chief from Fire or vice versa, based
on incidental priorities.

—| Hazardous Materials Group Supervisor | _|

Perimeter Group Supervisor |

i: Exterior Task Force
Interior Task Force

FIGURE A.5.5(a) Organization for a Unified Command Involving Fire and Law.

See Annex C for a more complete discussion of area com-
mand.

A.5.6.1 Area command can coordinate emergency opera-
tions between multiple incidents or a single large area inci-
dent.

A.5.6.5 The local dispatch center should continue to dis-
patch resources to incidents until the area command is opera-
tional and able to assume this function. The area command’s
dispatch and prioritization function will require a significant
number of trained personnel to track different incidents and
assigned resources.

A.5.7 TableA.5.7(a) provides a comparison of the differences
between a multi-agency coordination (MAC) group and area
command.

There are several organizational arrangements that can be
used singularly or in combination when managing an inci-
dent. Table A.5.7(b) provides a description of some of these
arrangements.

A.5.8.1 The incident management system organization devel-
ops around five major functions that are required for any inci-
dent whether it is large or small. For some incidents, and in
some applications, only a few of the organization’s functional
elements are required. However, if there is a need to expand
the organization, additional positions exist within the incident
management system framework to meet virtually any need.

An incident management system establishes lines of super-
visory authority and formal reporting relationships. Direction
and supervision follow established organizational lines at all
times.

A.5.8.2 Supervisory personnel should be visible and recogniz-
able to their subordinates and to other persons who would
need to communicate with them. Supervisory personnel, such
as company officers, are often identified by distinctively col-
ored helmets or other markings. Tactical level management
supervisory personnel also should be identified, particularly in
situations where responders from different agencies are di-
rectly involved in operations. Colored helmets, vests, and
other means are often used to identify tactical level manage-
ment supervisory personnel.

A.5.8.3.2 The ESO should establish a standard time interval
for progress reports from supervisory personnel. Routine
progress reports should be provided at intervals of 10 to 15
minutes. If conditions change significantly at any time, this
information should be transmitted promptly to the higher
level supervisory personnel. Any report relating to the safety of
responders should have the highest priority.

A.5.8.8.1 The guideline for clarifying conflicting orders
should not apply to imminent hazard situations where imme-
diate action is necessary to avoid a dangerous situation.

A.5.9.2 The incident management system should include
command staff functions that are automatically activated
upon escalation of an incident or with multiple alarms. Spe-
cific individuals should be designated to respond and assume
command staff duties automatically.

A.5.9.3.1 For multi-agency events, general and command
staff functions should have the following color coding: Com-
mand Staff — White.

(3]
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Staging Area Manager —

UNIFIED COMMAND
CITYA/CITY B

—— Safety Officer
— Public Information Officer
—— Liaison Officer
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Group Supervisor

Multicasualty
Branch Director
(Combined City A & B)

City A Law Group City A Supression
Supervisor Group Supervisor

[
City A Medical

Group Supervisor

City B Medical
Group Supervisor

Triage Unit Leader | Triage Unit Leader |

Companies Companies
Crews Crews

Treatment Unit Leader | Treatment Unit Leader |
Immediate Care Manager RED Immediate Care Manager RED
Delayed Care Manager YELLOW Delayed Care Manager YELLOW
Minor Care Manager GREEN Minor Care Manager GREEN
Treatment Dispatch Manager Treatment Dispatch Manager

e Patient Transport  |____________ H

Group Supervisor

Medical Facility
Coordination ~ f-=------1
Distribution Function

Medical
Communications |-~ 1
Coordinator

---------- Communications Flow

Ambulance
Coordinator

FIGURE A.5.5(b) Organization for a Unified Command Involving Multiple Jurisdiction and Multiple Casualties.

Table A.5.7(a) Comparison of Multi-Agency Coordination (MAC) Groups and Area Command

MAC Group

Area Command

Expansion of the off-site coordination and support system.

Members are agency administrators or designees from the
agencies involved or heavily committed to the incident.

Organization generally consists of the MAC group (agency
administrations), MAC group coordinator, and an
intelligence and information support staff.

Agency administrator or designee.

Allocates and reallocates resources through the
dispatch system by setting incident priorities.

Makes coordinated agency administrator level decisions on
issues that affect multiple agencies.

Expansion of the on-site command function of the incident
command system.

Members are the most highly skilled incident management
personnel.

Organization generally consists of an area commander, area
command planning chief, and area command logistics chief.

Delegated authority for specific incident(s) from the agency
administrator.

Assigns and reassigns resources allocated to them by MAC,
DOC, EOC, or the normal dispatch system organization.

Ensures that incident objectives and strategies are
complimentary between incident management staffs under
their supervision.
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Table A.5.7(b) Comparative Descriptions of Incident Management Organizational Arrangements

Incident Command System (ICS)

Unified Command

Area Command (Unified Area Command)

Department Operations Center (DOC)

Emergency Operations Center (EOC)

Multi-Agency Coordination System (MACS)

The management system used to direct all operations at the
incident scene. The incident commander (IC) is located at an
incident command post (ICP) at the incident scene.

An application of the ICS used when there is more than one
agency or jurisdiction having responsibility. Agencies work
through unified command at a single ICP to establish a
common set of objectives and strategies and a single incident
action plan.

Established as necessary to provide command authority and
coordination for two or more incidents often in the same
proximity. Area command works directly with incident
commanders. Area command becomes unified area command
when incidents are multi-agency or multijurisdictional. Area
command is established at a fixed location other than an ICP.

A DOC can be established to manage the individual agency’s
resources and coverage within the jurisdiction. It can facilitate
mutual aid requests or assistance for hire requests. The DOC
will handle individual agency issues such as recall of personnel
and staffing of resources.

Also called expanded Emergency Command and Control
Centers, etc. EOCs are used in varying ways at all levels of
government and within private industry to provide agency
coordination, direction, and control during emergencies, as
determined by agency or jurisdictional policy.

An active or formal system used to coordinate resources and
support between agencies or jurisdictions at the regional level.
MACS functions are carried out by the MAC group who
interacts with agencies or jurisdictions, not with incidents.

A.5.9.3.2 The basic function of the command staff is to support
the incident commander. The assigned individuals should be
able to differentiate between routine actions and those that
could have a significant impact on the overall incident. Part of
their responsibility is to inform the incident commander of sig-
nificant information and to request direction when major deci-
sions are necessary.

A.5.9.4.2 When interfacing with the federal government, there
is a possibility the ESO will be required to coordinate the release
of public information within the “joint information system” (JIS)
at a designated “joint information center” (JIC).

A.5.9.5 An agency representative is an individual(s) that might
be assigned to an incident from an assisting or cooperating
agency and who has been delegated authority to make decisions
on matters affecting that agency’s participation at the incident.
In many multijurisdiction incidents, an agency or jurisdiction
will send a representative to assist in coordination efforts. An
agency representative could represent more than one agency.

The agency representatives should report to the liaison officer
or to the incident commander in the absence of a liaison officer.
The agency representative should have the following major re-
sponsibilities at any incident:

(1) Ensure that all agency resources are checked in at the inci-
dent

(2) Obtain briefing from the liaison officer or incident com-
mander

(3) Inform assisting or cooperating agency personnel on the
incident that the agency representative position for that
agency has been filled

(4) Attend briefings and planning meetings as required

()
(6)
(7)

Provide input on the use of agency resources unless re-
source technical specialists are assigned from the agency
Cooperate fully with the incident commander and the gen-
eral staff on agency involvement at the incident

Ensure the well being of agency personnel assigned to
the incident

(8) Advise the liaison officer of any special agency needs or
requirements

(9) Report to home agency dispatch or headquarters on a
prearranged schedule
(10) Ensure that all agency personnel and equipment are ac-
counted for and released prior to departure
(11) Ensure that all required agency forms, reports, and
documents are complete prior to departure
(12) Have a debriefing session with the liaison officer or inci-

dent commander prior to departure

Agency representatives may also function in the depart-
ment operations centers, emergency operations centers, or
area command structures.

A.5.9.5.3 These are personnel other than those on direct tac-
tical assignments or those involved in a unified command.

A.5.9.6.1 The function of incident scene safety has to be car-
ried out at all incidents. It is the responsibility of the incident
commander who cannot perform this function due to the size
or complexity of the incident to assign or request response of
a safety officer to this function. There are, however, incidents
that require immediate response or appointment of a safety
officer, such as a hazardous materials incident or special op-
erations incident. These types of incidents should be defined
in the fire department’s response policy or procedure to en-
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sure that the safety officer responds. Likewise, some situations
require a safety officer to respond after members are on the
scene, such as a working fire or at the request of the incident
commander.

The position of safety officer can be expanded to include
the following additional roles and responsibilities under safety
in responding to such incidents:

(1) The ability to cover all critical areas of the incident with
safety staff

(2) Provide a structured organization and communication
system to manage the safety function

(3) Provide an enhanced focus on safety-related progress re-
ports to the command post

(4) Enhance fire fighter safety at the incident scene

(5) Improve safety information to the incident commander
for better command decisions

The safety officer should be implemented by the incident
commander as the situation dictates, and this should be out-
lined in department SOPs.

A.5.9.6.2 A fire department should develop response proce-
dures for a safety officer that is on call or designated to re-
spond. Examples of types of situations with defined proce-
dures could be as follows:

(1) Commercial fires

(2) Multiple-alarm fires

(3) Fire fighter injury or fire fighter transported for treat-
ment

(4) Hazardous materials incident

(5) Technical rescue incident

(6) Incident commander request

A.5.9.6.4 The position of safety officer can be expanded to
help manage safety functions when the number of assistant
safety officers (ASOs) and stake-holders safety concerns from
multiple jurisdictions cause an expansion of responsibilities
and functions for the safety officer.

Types of incidents that might require expansion of the
safety officer role include the following:

(1) Incidents covering a large geographical area that include
numerous branches, divisions, or groups

(2) Incidents where significant acute or chronic responder
health concerns require coordination and input to the
plans sections

(3) Incidents requiring interface with local, state, federal, or
other health and safety representatives

(4) Multi-agency incidents where unified command is estab-
lished

(5) Incidents where area command is established

ASOs assigned to sections, branches, divisions, or groups
can be addressed according to their area of responsibility. For
example, an ASO assigned to “Division B” can be addressed as
“Division B Assistant Safety Officer.” ASOs assigned to sections,
branches, groups, and divisions report directly to the supervi-
sory person within that section, branch, group, or division and
should have a “dot-line” link to the safety officer or ASOs as-
signed at the command staff level.

Other examples of ASO titles could include the following:

(1) Hazmat branch (or group) assistant safety officer (ASO-
HM): A hazmat technician level trained responder per-
forming safety functions for the hazmat branch (or

group).
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(2) Technical rescue branch (or group) assistant safety of-
ficer (ASO-R): A rescue technician level trained re-
sponder performing safety functions for the technical res-
cue branch (or group).

ASOs assigned directly to the safety officer at the command
post can also be given specific assignments to help create a
structured organization and communication system to man-
age safety functions. Examples can include the following:

(1) An ASO can utilize the specific expertise of a technical
specialist to support the safety functions. Technical spe-
cialists are typically assigned to the plans section. Where
no plans section has been established, the incident com-
mander may assign a technical specialist to help with
safety officer functions based on need.

(2) AnASO can be assigned at the command post to assist the
safety officer to facilitate reports, actions, and needs from
ASOs assigned to sections, branches, divisions, or groups.

Figure A.5.9.6.4(a) shows the lines of reporting and lines of
communication for an ASO assigned to a division at a simple
fire incident. Figure A.5.9.6.4(b) shows the lines of reporting
and lines of communication for ASOs at an incident where
they are assigned to various divisions/groups with the safety
officer also having ASOs reporting directly to them. Figure

A.5.9.6.4(c) shows where ASOs might be used at a multi-

branch incident and the lines of reporting and lines of com-

munication for those ASOs.

Incident
Command

Staging Manager —— Safety Officer (SO) --------------- '
I | :
Fire Attack Vent Division ;
Group Group C '
Supervisor Supervisor Supervisor !
E1 T ASO/DIV C----!

E2 T2 E3

E4 R2

E5

----- Communications Flow

FIGURE A.5.9.6.4(a) The Use of an ASO at a Simple Fire
Incident.

A.5.9.6.5 This can be accomplished by wearing a highly vis-
ible vest, helmet, or other indicator.

A.5.9.6.6 A recurring recommendation from NIOSH fire
fighter investigative reports emphasizes the need for an inci-
dent safety officer for fire departments. An ESO should de-
velop a policy that defines the response of an incident safety
officer to hazardous incidents or hazards where responders
are at risk.

A.5.9.6.7 There are circumstances at emergency incidents
that require the immediate response or attention of an inci-
dent safety officer. It is unrealistic to assume that one indi-
vidual would be available on a continual basis to fulfill the
requirements of a predesignated incident safety officer. The
response of the predesignated incident safety officer to an
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FIGURE A.5.9.6.4(b) The Use of an ASO at a Division/
Group Incident.
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FIGURE A.5.9.6.4(c) The Use of an ASO at a Multi-Branch
Incident.

emergency incident might be delayed by distance, simulta-
neous events, or other circumstances. When an incident safety
officer is needed at an incident scene and none is available,
the incident commander should assign a qualified member to
the incident safety officer function.

A.5.9.6.9 ESOs respond to incidents that might be outside, or
have elements outside, the level of knowledge, skill, and ability
of response members. In these cases, it is incumbent upon the
incident safety officer or incident commander to utilize tech-

nical specialists (civilians or personnel from other emergency
service organizations) to assist an incident safety officer with
the health and safety issues of that incident.

Some technical specialists might have achieved certifica-
tion through accredited agencies or licensing bodies in disci-
plines not typically held by ESO members. Examples include,
but are not limited to, building official, structural engineer,
occupational hygienist, hydrologist, doctor, lawyer, chemist,
and any other technical specialist as required by the incident.

Although usually assigned to the planning section, depend-
ing on the requirements of the incident and the needs of the
section chief, the technical specialist can be assigned any-
where within the incident management system structure.

When dealing with safety matters at an incident, a technical
specialist(s) should report directly to the incident safety of-
ficer or the assistant safety officer assigned to the respective
division or group.

A.5.9.6.9.1 Some functions are performed best by individuals
with specific expertise, particularly in highly technical areas.
The designated incident safety officer can utilize members
with specific expertise in the technical specialist or assistant
incident safety officer role. In these cases, the incident safety
officer can address overhead safety functions while the techni-
cal specialist or assistant incident safety officer addresses safety
functions for those with specific special operations expertise.

A.5.9.6.9.2 Due to the knowledge and expertise required at a
technician-level hazardous materials incident, the incident
safety officer needs to have an understanding of these opera-
tions. This can be achieved by being trained to the hazardous
materials technician level of NFPA 472, Standard for Competence
of Responders to Hazardous Materials/Weapons of Mass Destruction
Incidents. In cases where the designated SO does not possess
the technician-level training, appointing a technician-level
trained assistant or technical specialist with the necessary
training will help satisfy the safety needs of the technician-
level members.

Title 29 CFR 1910.120(q) (8) (vii) requires the incident
commander to designate a “...safety officer, who is knowledge-
able in the operations being implemented at the emergency
response site.” This has been interpreted to apply to hazard-
ous materials emergency incidents and confined space rescue
incidents. The appointment of a technical specialist (in this
case an individual with training to the technician level) can
meet this requirement where the incident safety officer does
not possess the knowledge, training, or experience to handle
such incidents.

Examples include but are not limited to hazmat technician-
level operations, confined space rescues, specialist operations
such as high angle and swift water rescue, urban search and
rescue incidents, federal-level wildland fires, and WMD re-
sponses.

A.5.9.6.13 This identification can be accomplished by wear-
ing a highly visible vest, helmet, or other indicator that is
unique to the incident safety officer position.

A.5.9.6.14 Upon arrival at an incident, the designated inci-
dent safety officer should meet with the incident commander
or designee to confirm the incident safety officer assignment
and be integrated into the personnel accountability system.
Upon confirmation, the incident safety officer should obtain
the following information:

(1) The overall situation status and resource status
(2) The incident action plan and personnel accountability
status
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(3) Known hazards and concerns and establishment of con-
trol zones

(4) Status of rapid intervention teams and the rehab area

(5) Confirmation of established radio communication
channels

Once this information is obtained, the incident safety of-
ficer should don personal protective equipment (PPE) appro-
priate for the potential hazards that he or she will be exposed
to, as well as an incident safety officer identifying vest or hel-
met. From here, the incident safety officer should perform a
reconnaissance of the incident and begin incident safety of-
ficer functions. If the incident safety officer enters a warm
zone or hot zone as identified in NFPA 1500, the incident
safety officer should be accompanied by another responder.

A.5.9.7.4 On-scene rehabilitation should address rest, hydra-
tion, active cooling, basic life support monitoring and care, en-
ergy nutrition (food and electrolyte replacement), and accom-
modations for weather conditions.

A.5.10 The incident management system organization devel-
ops around five major functions that are required on any inci-
dent whether it is large or small. For some incidents, and in
some applications, only a few of the organization’s functional
elements could be required. However, if there is a need to
expand the organization, additional positions exist within the
incident management system framework to meet virtually any
need.

An incident management system establishes lines of super-
visory authority and formal reporting relationships.

A.5.10.1.1 For multi-agency events, general and command
staff functions should have the following color coding: Opera-
tions Section Chief — Red.

A.5.10.1.2 The command structure should be assembled by
the incident commander by grouping resources, assigning su-
pervisory personnel, and adding levels of supervision. This
procedure provides a degree of supervision that enhances the
safety of all responders.

A.5.10.1.3 The strategic plan should identify the broad goals
of emergency incident activities and the basic manner in
which operations should be conducted. An offensive strategic
plan involves operations to provide search and rescue and to
control and extinguish the fire. A defensive strategic plan in-
volves operations directed toward protecting exposures. Of-
fensive and defensive operations should not be conducted in
an area that would create unnecessary risk for fire department
responders.

Tactical objectives should be based on the strategic plan
and assigned by the incident commander to supervisory per-
sonnel within the command structure. Supervisory personnel
should be expected to direct the assigned resources to accom-
plish one or more tactical objectives. The accomplishment of
tactical objectives should support successful completion of the
strategic plan. An example of a tactical objective is to ensure
that all occupants are removed from the second floor of a
building and to control the fire on that floor.

A.5.10.1.8.1 Staging provides a standard method to keep re-
serves of responders, apparatus, and other resources ready for
action at the scene or close to the scene of an incident. Staging
also provides a standard method to control and record the
arrival of such resources and their assignment to specific ac-
tivities. When resources are dispatched to assist at working in-
cidents, they should be dispatched to a designated staging or
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base area where they can be ready for assignment when re-
quired by the incident commander. This process helps the
incident commander to keep track of the resources that are
on the scene and available for assignment, and to know where
they are located and where specific units have been assigned.
The incident commander always should attempt to keep re-
serves of responders, equipment, and supplies available to ro-
tate assignments with fatigued crews and to go into action
quickly when changing conditions require a rapid commit-
ment of additional resources. Equipment failures should be
anticipated, and supplies should be ordered to the scene in
time and in sufficient quantities to provide a safe margin over
anticipated needs. The ability to provide these reserves is nec-
essarily dependent on the amount of resources that are avail-
able, but each ESO should have plans to utilize its available
resources to maximum advantage and should have contin-
gency plans to obtain resources from other sources that might
be available.

A.5.10.1.8.2 It generally is desirable to keep staged resources
in locations where they can be ready for action within 3 min-
utes. In some cases, particularly where imminent hazards ex-
ist, itis advisable to keep an immediate response capability in a
state of readiness in a safe location that provides immediate
access to the area.

The term base is often used to refer to a more remote loca-
tion where standby resources are gathered but are not avail-
able for immediate action. As needed, resources can be moved
up to a staging location where they are ready for immediate
action. An example is a high-rise building where apparatus are
parked at a safe distance from the building, and responders
and equipment are moved in to stand by in staging on a safe
floor below the fire level.

A.5.10.2.1 For multi-agency events, general and command
staff functions should have the following color coding: Logis-
tics Section Chief — Orange.

A.5.10.2.2 The incident management system should provide
standard worksheets, charts, diagrams, and other forms to as-
sist the incident commander in keeping track of pertinent in-
formation and to provide for the transfer of information in a
standard format when command is transferred. The planning
staff function should be to provide information such as ac-
countability, pre-fire plans, reference information, maps, dia-
grams, and other pertinent information to the incident com-
mander as needed.

A.5.10.2.7 When all four units are established, the planning
section organization chart would be as shown in Figure
A.5.10.2.7.

| Planning Section Chief |

—| Resources Unit Leader |
—| Situation Unit Leader |
—| Documentation Unit Leader |
—| Demobilization Unit Leader |

FIGURE A.5.10.2.7 Structure of Planning Section.
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A.5.10.3.1 For multi-agency events, general and command
staff functions should have the following color coding: Plan-
ning Section Chief — Blue.

A.5.10.3.2 The logistics section chief will determine the need
to activate or deactivate a unit. If a unit is not activated, re-
sponsibility for that unit’s duties will remain with the logistics
section chief. All incident support needs are provided by the
logistics section, with the exception of aviation support. Avia-
tion support is handled by the air support group in the air
operations branch.

A.5.10.3.3 When all six units are established, the logistics sec-
tion organization chart would be as shown in Figure
A.5.10.3.3.

| Logistics Section Chief |

—| Supply Unit Leader
—| Facilities Unit Leader

—| Ground Support Unit Leader |

—| Communications Unit Leader

—| Food Unit Leader

—|Medical Services/Responder Rehabilitation Unit Leaderl

FIGURE A.5.10.3.3 Structure of Logistics Section.

A.5.10.3.5 Logistical support at an incident in a high-rise
building places additional responsibilities within the logistics
section. The implementation of base, lobby control, systems
control, and ground (stairwell) support as functional assign-
ments early in the incident emphasizes the need to address
the resources to support a major operation. The term base in
this context is not to be confused with the term base camp,
which is used in wildland fire fighting. (See Annex E for addi-
tional information on functional assignments for high-rise building
incidents. )

A.5.10.4.1 Where resources necessary for the safe conduct of
an incident reach beyond the procurement authority of the
incident commander, a finance/administration function
should be provided to authorize and expedite procurement of
necessary resources. For multi-agency events, general and
command staff functions should have the following color cod-
ing: Finance/Admin Section Chief — Green.

A.5.10.4.3 The finance/administration section is established
for incidents where the agency(ies) involved has a specific
need for financial services. Not all agencies require the estab-
lishment of a specific finance/administration section. In some
cases, where only one specific function is required (i.e., cost
analysis), the position of technical specialist in the planning
section could be established.

When all four units are established, the finance/
administration section organization chart would be as shown
in Figure A.5.10.4.3.

| Finance/Administration Section Chief

—| Time Unit Leader

—| Procurement Unit Leader

—| Compensation/Claims Unit Leader

—| Cost Unit Leader

FIGURE A.5.10.4.3 Structure of Finance/Administration
Section.

A.6.1 Ciritical emergency response data increasingly have
been provided to the emergency responder by links to numer-
ous electronic data sources. Most of these sources are
computer-based systems; alarm systems; security systems; re-
gional, local, site, or building management and information
systems. Itis important that these electronic data are gathered
and distributed in a timely fashion to the various components
of the incident command system that need the information so
that an effective response can be established. Many of these
inputs to the emergency responder result from data outputs
generated by systems designed and installed in accordance
with NFPA 72, National Fire Alarm and Signaling Code, which
identifies specifics in NEMA Standard Publication SB 30, Fire
Service Annunciator and Interface. In addition, electronic data
may also include the distribution of real time commercial
video and various forms of computer-based video. Also, the
National Incident Management System (NIMS) states that ef-
fective communications planning for the ICS includes “opti-
mal use of all assigned communication capabilities” and “pro-
viding any required off-incident communications links.”
Electronics data communications links are a critical part of
these requirements, and an “electronic data protocol” is nec-
essary for managing these modes of communication.

A.6.1.4 The ESO should preplan radio channel usage for all
incident levels.

A.6.2.2 The intent of the use of clear text/plain language for
radio communications is to reduce confusion at incidents,
particularly where different agencies work together.

A.6.2.3 A change in strategic mode of operation would in-
clude, as an example for structural fire fighting, the switch
from offensive strategy (interior fire attack with handlines) to
defensive strategy (exterior operation with master streams and
hand lines) or establishing a perimeter around an active crime
scene. In such an instance, it is essential to notify all affected
responders of the change in strategic modes, to ensure that all
responders withdraw from the area and to account for all re-
sponders.

A.6.3.1 These emergency conditions can warrant an “Emer-
gency Traffic” message, which can include deteriorating or
extremely hazardous conditions, weather changes that could
intensify the situational conditions and further endanger lives,
and critical changes in tactics that on-scene responders need
to be made aware of. These situations require prompt atten-
tion and possibly could require coordinated action to avert an
operational disaster. Effective communications are the key to
assuring that appropriate action is implemented quickly in
order to provide prompt and rapid aid to responders.

(3]
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Evacuation Emergency Traffic Operation

In the event of potential building collapse, high tension
wires down, or any other extraordinary hazard, or a change in
conditions that creates an imminent danger to personnel,
members will communicate this information by using “Emer-
gency Traffic” on the radio to identify the situation. The IC is
responsible for making orderly and thorough contact with all
on-scene personnel by requesting “Emergency Traffic” on the
radio. Using clear text/plain language to identify the condi-
tions, the IC should announce “All Companies Evacuate the
Building,” “Change from an Offensive to a Defensive Attack,”
“Electric Lines Down,” “Shots Fired,” or any other critical
scene information. The incident commander should confirm
through the affected division and group supervisors, or com-
pany officers, that the “Emergency Traffic” information was
received.

A.6.3.2 The emergency notification system should provide a
means to rapidly warn all persons who might be in danger if an
imminent hazard is identified or if a change in strategy is
made. An emergency message format with distinctive alert
tones and definitive instructions should be used to make such
notifications.

A.6.3.2.1 This annex material establishes a guide for re-
sponders and supervisors to follow in the event of a lost,
trapped, or injured responder. The rescue of a lost, trapped,
or injured responder is time sensitive. There is a very narrow
“window of survivability” for a responder who is out of air or
trapped by a hazardous condition. Individual responders must
not delay reporting to the incident commander (IC) if they
become lost or trapped or need assistance. In addition, super-
visors must not delay in reporting of a lost responder or their
inability to complete a personnel accountability report (PAR).
The IC must always assume that the missing responder is lost
until they can be accounted for. The IC must also restructure
the strategy and tactics to include a priority rescue.

Responder “Mayday” Emergencies

If a responder becomes lost, trapped, or injured, and the
responder can’t resolve the situation in 30 seconds, he or she
must call for help immediately.

Any delay compromises the window of survivability. Using
the portable radio, the responder should activate an Emer-
gency Button on his or her radio if equipped or announce
“Mayday, Mayday, Mayday” on the radio channel he or she is
operating on. In addition, he or she needs to identify the type
of emergency (e.g., “Responder Down”, “Responder Missing,”
or “Responder Trapped”). When announced, all other per-
sonnel should refrain from using that radio channel unless a
radio message is necessary for the safety of personnel or in-
volves the emergency situation. When the radio is clear, the
responder should notify the IC of the responder’s exact situa-
tion. It is imperative to give as much detail as possible in a
concise manner to assist in locating, rescuing, and/or treating
personnel.

Supervisors should then conduct a PAR of all responders
assigned to them.

The IC should then confirm a PAR for the entire incident.

At the conclusion of the “Mayday” or “Emergency Traffic”
situation, the IC should then transmit “All Clear, Resume Ra-
dio Traffic” on all assigned radio channels to end the emer-
gency traffic.

A.6.3.3 Examples of emergency traffic could be “Evacuate
the building,”
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“Wind Shift from North to South,” “Change from Offensive
to Defensive Operations,” “Electrical Wires Down,” or “Shots
Fired”. The I1C should implement a plan based upon the needs
for any ESO agency. All ESO agencies should use clear text/
plain language as directed by the National Integration Center
and avoid using 10 codes. Clear text/plain language should be
descriptive of the situation so all on-scene responders are
aware of the emergency situation.

A.6.3.4 The term “Mayday, Mayday, Mayday” should be used
to alert responders that a responder(s) needs immediate assis-
tance. Once a “Mayday” condition is broadcast on the radio
using the distinctive emergency traffic alert tones, the IC
and/or the dispatch center is responsible to take action to
clear the radio channel and to determine the member’s loca-
tion, situation, and resources needed to facilitate assistance.
The term

“Mayday” could occur following a personnel accountability
report (PAR) that fails to locate or account for a suspected lost
member. Some agencies have adopted the term “LUNAR” —
location, unit assigned, name, assistance needed, and re-
sources — to gain additional information in identifying the
assistance to the responder(s) in need of assistance. It is pos-
sible that the responder who is in trouble will not have the
time to complete this report. The responder might only have
time to say “Help” on the radio. The IC and all responders
need to understand the seriousness of the situation. It is very
important to have the resources on scene and a plan estab-
lished prior to the emergency condition to address the situa-
tion and to clear the “Mayday” or other “Emergency Traffic”
condition as quickly and safely as possible.

A.6.3.5 Examples of “Emergency Traffic” could be “Evacuate
the Building,”

“Wind Shift from North to South” “Change from Offensive
to Defensive Operations,” “Electrical Wires Down,” or “Shots
Fired”. “Mayday” is another radio term used to announce an
emergency situation for a responder. The IC should imple-
ment an action plan to address the situation. In addition to
the “Emergency Traffic” or “Mayday” message, the ESO can
use additional signals such as three rapid air horn blasts on a
fire engine air horn 10 seconds apart to alert members to
evacuate as part of an SOP.

A.6.4.3 Some ESOs might also wish to be provided with re-
ports of elapsed time-from-dispatch. This method could be
more appropriate for ESOs with long travel times where sig-
nificant incident progress might have occurred prior to first
unit arrival.

A.7.1.1 Major incidents and events can create special prob-
lems related to incident organization. The potential problems
can resultin the need for a larger organizational framework to
effectively manage the incident.

Major incidents are infrequent but create significant man-
agement problems. Major incidents generally have the follow-
ing characteristics:

(1) Involve more than one agency (often many)

(2) Can involve more than one political jurisdiction

(3) Have more complex management and communication
problems

(4) Require more qualified personnel

(5) Require large numbers of tactical and support resources

(6) Can cause more injury, illness, and death

(7) Produce the most damage to property and the environ-
ment
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(8) Have extreme elements of crisis/psychological trauma
that diminishes human capacity to function
(9) Are longer in duration
(10) Are the most costly to control and mitigate
(11) Require extensive mitigation, recovery, and rehabilita-
tion
(12) Have greater media interest
(13) Often require cost recovery because of declared state for
federal disaster
(14) Must have written incident action plan
(15) Might necessitate the activation of emergency opera-
tions centers or department operations centers
(16) Have incident logistical, planning, and other support
needs
(17) Have potential for growth
Major incidents can come about in two ways:

(1) They start as major incidents. Earthquakes, hurricanes,
floods, tanker spills, major hazmat situations, simulta-
neous civil disorders, and so forth, can all produce major
incident management situations, some with little or no
advance warning.

(2) They start as smaller incidents, then become major inci-
dents. Smaller incidents such as fires and hazardous sub-
stance spills can become major as a result of wind or sur-
face conditions, and also as a result of response time
delays, lack of resources or support, or lack of adequate
management.

Major incidents are often thought of as covering a large
geographical area. Major incidents can also be incidents with
great complexity, requiring the application of a variety of tac-
tics and resources to successfully bring the situation under
control. There is virtually no geographic location that is free
from the potential of having a major incident. Smaller juris-
dictions can, and do, have major incidents.

A.7.2.1 Many times, smaller jurisdictions have training in in-
cident management systems/incident command systems but
do not have the necessary resources to effectively manage
long-term or major incidents. To do so requires adequate
training and planning with adjacent jurisdictions and agencies
to jointly develop incident management teams to manage the
overall incident.

A.7.3.1 The positions of the incident management team can
be filled by responders from local, regional, or national agen-
cies. Depending on the nature of the incident, the composi-
tion of the team could also be from multiple disciplines.

A.7.3.2 The local agency should consider the following items
for an incident command post (ICP):

(1) Wall maps, including Geographic Information System
(GIS) if needed
(2) TV for command
(3) TV monitors with weather
(4) Computer with appropriate software and databases in-
cluding preplan information
(5) Telephones
(6) Electrical supply
(7) Sufficient space
(8) Restrooms
(9) Location to keep people out of the weather
(10) Staging and/or base area for resources
(11) VIP access
(12) Helicopter landing zone
(13) Press area

(14) Security
(15) Desks, communications devices, chairs, and lighting

It is recommended that local agencies package and store
these materials for rapid deployment to an ICP.

A.8.2 The most important factor in establishing supervisory
levels within the command structure is the need to maintain
an effective span of control. A span of control of responders
between three and seven is considered desirable in most cases.
To maintain an effective span of control at each level of the
command structure, the organization should be expanded
wherever the need is identified. This can be accomplished by
adding levels or reassigning responsibilities within existing lev-
els, or a combination of both. The incident commander also
should consider activating additional levels within the com-
mand structure where activities become highly complex or are
conducted over a large geographic area. Additional levels of
the command structure should be available to the incident
commander as an option for activation in complex and large-
scale incidents. Plans for large-scale incidents should provide
standard organization charts for command structures as
shown in Figure A.8.2.

A.8.3.1 Although a succession of individuals could assume
the role of incident commander, there should be no question
of who is in command. When a transfer of command takes
place, it should be performed in a consistent manner in which
the organization applies this procedure on all incidents.

An exception to the “one incident commander” require-
ment can be permitted where two or more agencies have spe-
cific jurisdictional responsibility for an incident. In the initial
stages, unified command can be employed, by verbal agree-
ment, with two or more individuals working together to com-
mand the incident. It is important when more than one
agency or organization is operating at the incident- that the
agencies or organizations come together at a command post
for the management of the incident.

A.8.5 Itisapparent from NIOSH fire fighter fatality investiga-
tions regarding line of duty deaths (LODD) that a failure ex-
ists in tracking all resources and their assigned location from
the initial first alarm assignment up through multiple alarms.
This creates a lack of accountability when operating at the
scene of an incident. This also is a problem at incidents involv-
ing multi-discipline and multi-agency responses. It is very im-
portant for the first on-scene supervisor to initiate an account-
ability system maintaining resource accountability and then
pass or transfer the information to the next person assuming
command upon his or her arrival. A system that relies only on
predesignated assignments dictated in SOP/Gs does not meet
the intent of the requirement.

A.8.10 During responder rescue operations, the incident
commander should consider the following:

(1) Request additional resources

(2) Implement a medical group function

(3) Implement a staging area for resources

(4) Deploy a rapid intervention crew/company and a medi-
cal component for responders

(5) Modify the strategic plan to include a high-priority res-
cue operation

(6) Initiate a personnel accountability report (PAR)

(7) Withdrawal of companies from affected areas

(8) Assign a rescue group to manage multiple rapid inter-
vention crews/companies

(9) Ensure a safety officer has been assigned
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| Finance/
Adm_inistrat_ion | | | ]
Section Chief Time Procurement Compensation/ Cost
Unit Unit Leader Claims Unit Unit
Leader Leader Leader
Branch Director
Support [ | |
i Supply Facilities Ground Support
- ngésﬁt(l)c: Unit Leader| |Unit Leader Unit Leader
Chief
Branch Director
Service [ | |
Communications Medical Food
Incident Unit Leader Unit Leader| |Unit Leader
Commander
I
Command Staff __| Branch Director
¢ Public information Air Operations
Officer Air Attack
« Liaison Officer Group Supervisor | ]
« Safety Officer Helicopter Air Tanker
Coordinator Coordinator
Operations -
| Section Chief Air Support —————— -
Group Supervisor | | |
Helibase Helispot Fixed Wing
Staging Area Manager Manager Base Coordinator
Manager
Branch Director Divisions
L— Ground Operations — or Groups
(upto 5) (up to 25) | | |
Strike Teams Task Forces Single Resources
(up to 25) (as needed) (as needed)
L | Planning
Section Chief | | | | |
Resources Situation Documentation Demobilization Technical
Unit Leader Unit Leader Unit Leader Unit Leader Specialists

FIGURE A.8.2 Command Structure

(10) Assign a backup rapid intervention crew/company if a
staged rapid intervention crew/company is deployed

(11) Assign an advanced life support (ALS) or basic life sup-

port (BLS) company

Request additional responders based on span of control

needs to staff supervisory positions

Request specialized equipment

Ensure that dispatch is monitoring all radio channels

Open appropriate doors to facilitate egress and access

Impact of vertical/horizontal ventilation

Provide lighting at doorways, especially at points of entry

(12)

(13)
(14)
(15)
(16)
(17)

A.8.11 In order to effectively command an incident, it is rec-
ognized that the incident commander needs to be in the most
advantageous position possible. The best position is a fixed,
visible, and accessible location at the command post. This can
be accomplished utilizing the incident commander’s staff ve-
hicle, a designated command vehicle, or fire apparatus. An
acceptable alternative is utilizing the rear area of a sport utility
vehicle or van-style vehicle. This method will provide the inci-
dent commander with an area that is quiet and free of distrac-
tions from which to command an incident. It is also vital for
the incident commander to be able to hear all radio transmis-
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sions, especially from those operating on scene. The best way
to accomplish this is through the use of a radio communica-
tion headset. This will enable the incident commander to be
in the best position possible to hear critical radio transmis-
sions.

The incident commander post also should be visible and
recognizable. This can be accomplished by displaying a col-
ored light, flag, banner, or other symbol to mark the location.
Where special command post vehicles are used, such vehicles
are usually marked with distinctive identification to make the
command post recognizable.

A.8.12.6 The acceptable level of risk is directly related to the
potential to save lives or property. Where there is no potential
to save lives, the risk to ESO responders needs to be evaluated
in proportion to the ability to save property of value. Where
there is no ability to save lives or property, there is no justifica-
tion to expose ESO responders to any avoidable risk, and de-
fensive fire suppression operations are the appropriate strat-

egy.

A.8.12.8 The risk to ESO responders is the most important
factor considered by the incident commander in determining
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the strategy that will be employed in each situation. The man-
agement of risk levels involves all of the following factors:

(1) Routine evaluation of risk in all situations
(2) Well-defined strategic options
(3) Standard operating procedures (SOPs)
(4) Effective training
(5) Full protective clothing and equipment
(6) Effective incident management and communications
(7) Safety procedures and safety officer
(8) Backup crews for rapid intervention
(9) Adequate resources
(10) Rest and rehabilitation
(11) Regular re-evaluation of conditions
(12) Pessimistic evaluation of changing conditions
(13) Experience based on previous incidents and critiques

A.8.13.1 Complex incidents or those that cover a large geo-
graphic area can require the appointment of assistant safety
officers. These assistant safety officers can be assigned to geo-
graphical areas or functional positions such as branch direc-
tors, or division or group supervisors.

Nothing restricts an incident commander from assigning
assistant safety officers. Assistant safety officers carry the same
authority to change unsafe conditions at an incident as the
safety officer.

Annex B Emergency Operations Centers

This annex is not a part of the requirements of this NFPA document
but is included for informational purposes only.

B.1 General. During certain periods of high service demand
or critical threats to a community, the community should
implement a plan to bring together the senior leadership
(e.g., mayor, department heads, city manager, county execu-
tive, etc.) of government at a central emergency operations
center (EOC) location to support the department operations
centers (DOCs) and area or incident commander(s) and
make broad policy decisions beyond the authority and respon-
sibility of area or incident commanders.

In some cases, the disaster may have multiple “impact” sites
(incidents) within the community, with each incident having a
different incident commander. The EOC should not become
involved in the specific management of any incident. That is
the role of the incident commander or unified commander.
The benefit of an EOC is that elected and appointed leader-
ship of the community assemble at a facility equipped to carry
out the functions of government during emergencies. Policy
decisions can be made quickly with input of timely, accurate
information from appropriate parties. Information from all
sources and impact sites can be consolidated for a global view
of the disaster, allowing analysis and appropriate and timely
decision making, which in turn provides effective support to
DOCs and area commanders or incident commanders in the
field. While the term EOC often identifies a specific location
where people assemble, it is critical that the functions of the
EOC not be dependant on a single facility, as that structure
could be damaged and not be available at a time of need. A
back-up facility with appropriate capabilities needs to be avail-
able.

EOCs might be permanent organizations and facilities or
might be established to meet temporary, short-term needs.
The physical size, staffing, and equipping of an EOC will de-
pend on the size of the jurisdiction, resources available, and
anticipated incident management workload. EOCs can be or-
ganized and staffed in a variety of ways. Regardless of the spe-
cific organizational structure used, EOCs should perform the

core functions to support incident commanders of coordina-
tion; communications; acquire and track resources; and infor-
mation collection, analysis, and dissemination. EOCs might
also support multi-agency coordination and joint information
center (JIC) activities.

Each jurisdiction should develop an emergency operations
plan (EOP) that defines the scope of preparedness and inci-
dent management activities necessary for that jurisdiction and
describes organizational structures, roles and responsibilities,
policies, and protocols for the provision of emergency sup-
port. The EOP facilitates response and short-term recovery
activities, which sets the stage for successful long-term recov-
ery. It should drive decisions on long-term prevention and
mitigation efforts or risk-based preparedness measures di-
rected at specific hazards. An EOP should be flexible enough
for use in all emergencies.

A complete EOP should describe the purpose of the plan;
situation and assumptions; concept of operations, organiza-
tion, and assignment of responsibilities; administration and
logistics; plan development and maintenance; and authorities
and references. It should also contain functional annexes and
hazard-specific appendices along with a glossary. EOPs should
pre-designate jurisdictional and/or functional area represen-
tatives to the incident commander or unified commander
whenever possible to facilitate responsive and collaborative in-
cident management. EOPs should also include pre-incident
and post-incident public awareness, education, and communi-
cations plans and protocols.

Itis important in organizing and carrying out the functions
contained within the jurisdiction’s EOP to support on-scene
incident management and coordinate between local, state,
and federal agencies and private sector representatives during
the response and recovery phases of the event.

B.2 EOC Procedures. Each organization covered by the EOP
should develop procedures that translate the organization’s
tasking into specific action-oriented checklists for use during
incident management operations, including how the organi-
zation will accomplish its assigned tasks. Procedures are docu-
mented and implemented with checklists; resource listings;
maps, charts, and other pertinent data; mechanisms for noti-
fying staff; processes for obtaining and using equipment, sup-
plies, and vehicles; methods for obtaining mutual aid; mecha-
nisms for reporting information to organizational work
centers and EOCs; and communications operating instruc-
tions that include private sector and nongovernmental organi-
zation connectivity.

B.2.1 Activation. Each community should develop “trigger
criteria” for activation of their EOC whether for an unplanned
or planned event. These criteria could include the following:

(1) Number of resources committed to the emergency (ies)
(2) Support requirements for the incident command system
at the scene such as:
(a) Technical advice (e.g., hazmat, fire behavior, medi-
cal)
(b) Additional resources from outside normal channels
(e.g., heavy equipment, military, aircraft)
(c) Emergency support functions (ESF) necessary to sup-
port the incident(s)
(3) Projected time required to control the situation as that
will impact logistical requirements for the following:
(a) Relief personnel
(b) Food
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(c) Lodging
(d) Fuel and repairs
(4) Significant involvement of multiple agencies

The activation of the EOC should be in proportion to the
magnitude of the emergency event. Communities have found
it beneficial to have three or four pre-planned levels of activa-
tion to provide the necessary staff to carry out functions.
Graduated implementation assures appropriate staff to coor-
dinate the government’s activities and efforts to meet the
needs of the community based on the size and complexity of
the event.

B.2.2 Participation. Before the actual event, each community
must determine the agencies that need to be represented at
the EOC and who should represent the agency and/or juris-
diction.

The agency representative selected must have the following:

(1) Comprehensive knowledge of the agency’s or jurisdiction’s
capabilities and limitations

(2) Authority to make decisions for the agency or jurisdiction
including ordering the deployment of resources

B.2.3 Communications. Upon activation of a local EOC, com-
munications and coordination must be established between the
incident commander(s) or unified commander(s) and the EOC.
Additionally, EOCs at all levels of government and across func-
tional agencies have to be capable of communicating appropri-
ately with other EOCs during incidents, including those main-
tained by private organizations. Communication systems
between EOCs have to be reliable and contain built-in redundan-
cies.

Multiple communications systems should be available to pro-
vide communications between the DOC, the EOC, and incident
command. These systems could include the following:

(1) Specific assigned radio frequencies

(2) Dedicated hardwire (telephone) systems
(3) Dedicated wireless telephone systems
(4) Satellite communications

A communications plan should be developed to include
the following:

(1) Who is authorized for direct communication with the
EOC.

(2) Who at the EOC is authorized for direct communication
with DOC/IC personnel.

(3) Authority required at incident level to request additional
resources.

(4) Authority required at the EOC to approve requests for
additional resources.

(5) Authority required at the EOC to request additional re-
sources from outside normal channels.

Information flow within the EOC should include the fol-
lowing:

(1) Identification of persons/positions/desks to receive spe-
cific types of information

(2) System to record information received, such as:
(a) Time of information receipt/transmission
(b) Information content (code and/or text)

B.2.4 Allocation of Resources. The EOC may need to deter-
mine whether a specific resource request from the incident
commander(s) or DOC can be filled. When a request for re-
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sources exceeds the availability of the resources, the EOC
needs to set priorities on where the resources will be deployed.

EOC staff may be required to determine the quantity of
resources to be assigned to an incident. Once assigned, the
incident commander determines how the assigned resources
are to be deployed at the incident.

To the extent possible, the EOC should involve the DOCs
and incident commanders in making policy decisions that will
significantly impact the management of the incident(s) be-
fore the decisions are implemented such as the following ex-
amples:

( A decision to cut off water supply to an incident location
involving fire control

(2) A decision to re-deploy resources already assigned to an
incident

(3) A decision to stop further resource commitment to an
incident

Annex C Area Command

This annex is not a part of the requirements of this NFPA document
but is included for informational purposes only.

C.1 An organization, facilities, and communications are re-
quired to implement area command to better coordinate an
agency’s emergency operations when multiple incidents are
competing for resources. The following are situations where
activating and utilizing area command can be advantageous:

(1) Critical human or property values are at increased risk
when multiple incidents are competing for limited re-
sources.

(2) Difficulties with inter-incident resource allocation and co-
ordination are encountered.

(3) Multiple incidents that are each handled by a separate
incident command system organization, especially when
there are a number of incidents in the same general area
and often of the same general type (e.g., multiple struc-
ture fires, multiple wildland fires, collapsed buildings,
earthquakes, multiple victim EMS incidents, civil distur-
bance, large-scale planned events). Typically, these kinds
of incidents or very large-scale single incidents vie for the
same resources.

Area command will have the responsibility of prioritizing
resource requests from several incident commanders. Experi-
ence has shown that it can also be used to allocate resources
through dispatch for a single large-scale event that has mul-
tiple incidents within a large area and a situation so dynamic
that dispatch to the incident can best be handled away from
the agency or jurisdiction dispatch center. Area command can
also be used for a large planned event (e.g., a large parade, air
show, political convention) where there is a potential of hav-
ing numerous incidents during the event.

Incidents within a single jurisdictional area that are not in
close proximity and/or do not have similar resource demands
should usually be handled as separate incidents through an
agency or jurisdiction communications/dispatch center.

In situations where multiple incidents are occurring, area
command makes incident commanders and agency or juris-
diction administrators more effective for the following rea-
sons:

(1) Inter-incident coordination often required of each inci-
dent commander can be accomplished at the area com-
mand level, allowing the individual incident commanders
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within the identified area to focus attention on his or her
assigned incident.

(2) Area command sets priorities between incidents and allo-
cates critical resources according to priorities established
by the agency or jurisdiction administrator.

(3) Area command helps agency or jurisdiction administra-
tors by ensuring that agency or jurisdiction policies, pri-
orities, constraints, and guidance are being communi-
cated to the respective incident commanders

(4) Area command reduces the workload of the agency or
jurisdiction administrator, especially if there are multiple
incidents occurring simultaneously.

Incident commanders must be made aware of critical pri-
orities established by an area commander. Incident command-
ers might not always concur with the area command decisions
regarding critical resource allocations; however, it is essential
that each incident commander understand that the allocation
of resources will be balanced with the priorities established for
the geographic area assigned within the impact area. It is es-
sential that incident commanders understand that they might
have to adjust incident strategies, tactical objectives, and re-
source assignments due to a change in the resources available
during a given operational period.

Area command allocates critical resources, based on priori-
ties, within the identified geographical area managed by area
command. They also coordinate with their dispatch center
and the department operations center when activated. An
agency/jurisdiction should develop a standard operating
policy for implementation, including applicable policies, ob-
jectives, limitations, and constraints.

Once area command has been established, the area com-
mander should ascertain the following:

(1) General situation (i.e., situation and resource status)

(2) Incident and agency/jurisdictional priorities

(3) Status of communications systems between the agency or
jurisdiction dispatch center to area command and be-
tween area commanders to incident commanders (e.g.,
designated radio or other channels for communication
and a command channel must be identified)

(4) Incidents and geographic area assigned to area command

(5) Jurisdictional delegation of authority

(6) Names and qualifications of assigned incident command-
ers

(7) Incidents operating under unified command

(8) Names of agency or jurisdiction advisors assigned

(9) Ciritical resource designations

An agency or jurisdiction should understand and conduct
training prior to actual implementation. Often, agency or juris-
diction dispatchers will be the first to recognize inter-incident
coordination problems.

When area command is established, incident commander(s)
for each of the incidents under the authority of the area com-
mand will report to and brief the area commander. Initially, such
reports and briefing could be done by cell phone, landline, or
radio on a command channel. The area commander is desig-
nated by and accountable to the agency or jurisdictional execu-
tive or administrator.

The area commander should have an initial joint meeting
with incident commanders at one location. In rapidly escalating
incidents, this could be done by cell phone, landline, or radio
transmission. The meeting should follow a prescribed format
(e.g., obtain concise individual incident briefings, explain the
role and responsibilities of an area commander, review the gen-

eral policy and direction for the incidents as stated by the agency
or jurisdiction administrator, resolve any conflicts that might ex-
ist between agency or jurisdiction administrator policy and situa-
tions at the incidents, review appropriate procedures, be open
for questions and input, and collect available essential informa-
tion regarding each incident or an incident action plan).

The following general policies should apply to the implemen-
tation of an area command:

(1) Incident commanders covered by the area command must
be notified that an area command is being established.

(2) The dispatch center must be capable of efficiently identify-
ing incidents within any established tactical impacted area,
assigning these incidents to the established area command
for dispatch, and maintaining continuous communications
with area command. Any incidents transferred to area com-
mand that are determined to be outside the identified tacti-
cal area are immediately returned to the agency or jurisdic-
tion dispatch center.

(3) The area command organization operates under the same
basic principles as used in the incident command system.

The area command staff should consist of qualified personnel
with respect to their functional areas. The functions of area com-
mand require personnel that have training and/or experience
in, and are qualified to, facilitate dispatch and manage incidents.
The following area command positions should be established on
an as-needed basis:

(1) Area commander

(2) Area command logistics chief

(3) Area command planning chief

(4) Area command resources unit leader

(5) Area command situation unit leader

(6) Area command public information officer
(7) Area command liaison officer

(8) Area command safety officer

(9) Area command staging officer

The specific positions to be established will be determined
by the area commander. For example, the area commander
might determine the need for technical specialists. This will
depend on the kinds of incidents involved. Typical technical
specialists within the area command include the following as
appropriate:

(1) Air operations specialist

(2) Hazardous materials specialist
(3) Environmental specialist

(4) Communications specialist
(5) Structural specialist

The area commander will determine the need for and ap-
plication of a safety officer and assistant safety officers.

It is important to remember that area command does not
replace incidentlevel incident command system organiza-
tions or functions. The specialist positions, if established, are
related to area command functions.

Incident commanders under the designated area com-
mander are responsible to and part of the overall area com-
mand organization. These incident commanders request and
receive resources from the area commander.

It could take some time to establish the area command. If a
local agency or jurisdiction develops a plan and conducts ex-
ercises to test the plan, the activation time can be significantly
reduced.

(3]
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The area command should, to the extent possible, be lo-
cated in close proximity to the incidents under its authority.
This will facilitate meetings and direct contact between the
area commander and incident commanders.

Area command should be located in a facility (mobile or
fixed) that has sufficient communication capability to meet
the wide spectrum of communication needs for the organiza-
tion. If there are existing facilities with an established commu-
nication system (fixed or mobile) that can be used (e.g., des-
ignated police and fire stations), the time needed to set up the
area command can be reduced.

The location hosting the area command organization should
be large enough to accommodate the entire area command staff.
Ideally, the location should have the capability to accommodate
meetings between the area command staff, incident command-
ers, agency or jurisdiction administrator (s), and news media rep-
resentatives.

Area command should not be located with one of the inci-
dents it is managing or the emergency operations center. This
situation can cause confusion with the management of that
incident.

Communications must be maintained with the local dis-
patch center to provide information on reported incidents
within the identified geographic area. In addition, area com-
mand must have the ability to communicate this information
to the resources assigned to the area command.

It is also critical for the area commander to maintain com-
munications with agency or jurisdiction administrators, assist-
ing and cooperating agencies, and other affected or interested
groups through the appropriate channels. This function, if
accomplished at the area command, could reduce the level of
coordination that individual incident commanders’ staffs
must perform, and will increase the flow of information to all
interested parties.

Sufficient communication equipment and personnel must
be made available to meet the preceding requirements.

Area command must maintain a tracking system and
records of service requests, dispatch, and status of all re-
sources within its identified geographical area. This can be a
complex undertaking during a large civil disturbance or
planned event where a large number of fire and EMS inci-
dents are occurring.

Most agencies identify incidents by a chronological inci-
dent number assigned at the dispatch center. When area com-
mand is implemented, new incidents might be discovered
within the geographic area and communicated to area com-
mand. Time constraints or high activity often do not permit
the area command to contact the dispatch center for an inci-
dent number. An agency or jurisdiction should have a stan-
dard alternative temporary incident numbering plan at area
command.

One system that has been tested and demonstrated to work
is use of the battalion or division identifier and a numerical
sequence behind the number. An example could be Division
1-1, 1-2, 1-3, and so forth, or Battalion 3-1, 3-2, 3-3, and so
forth. As time permits, which could be at the conclusion of the
incident, these incidents should be given to the dispatch cen-
ter to transform them into official agency incident numbers.

When ultra-high-frequency radios are a primary means of
communication, the area command facility should have line-
of-sight coverage to incident command posts or to repeaters
serving those incident facilities. If radio facilities are not per-
manently installed, the facility should allow for suitable loca-
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tions to temporarily install radio equipment, including anten-
nas.

Public buildings such as police and fire stations have
proven to be effective area command posts. Some agencies
utilize trailers and/or motor driven units that have been spe-
cially equipped to accommodate command and general staff
functions, including plans, logistics, finance/administration,
and communications.

Major disasters such as earthquakes, floods, multiple fires,
or severe storms can create a large number of incidents affect-
ing multijurisdictional areas. Due to the size and broad area
of potential impact, these incidents provide an appropriate
environment to designate an area command.

The local dispatch center continues to dispatch resources
to incidents as long as possible, until the area command is
operational and able to assume this function. The area dis-
patch and prioritization function will require a significant
number of personnel to track different incidents and assigned
resources.

Figure C.1(a) through Figure C.1(e) illustrate an area com-
mand organization to show how area command can be imple-
mented. Area command involves the use of a large number of
personnel and extensive resources to successfully manage
multiple incidents within a jurisdiction. Training is an essen-
tial component for using area command and having a success-
ful outcome to incident operations. Agencies utilizing area
command should have the necessary course instruction and
regularly conduct practical exercises using area command.

Figure C.1(a) is an example of an area command organiza-
tion at the highest level. Individual incidents would be under
an incident commander for that incident who would report to
the area commander. If an individual incident involved a uni-
fied command, there would probably be a unified area com-
mand. Figure C.1(b), Figure C.1(c), Figure C.1(d), and Fig-
ure C.1(e) are examples of incident command system
organizations at the incident level that would fit under this
area command.

Figure C.1(b) is an example of a unified command organi-
zation under an area commander for an incident involving
both fire and law. See Figure C.1(a) for the organization at the
area command level. This organization would fit under the
box “Unified Command 1” in Figure C.1(a). Because this is a
unified command at the incident level, the area command
would likely be a unified area command.

Figure C.1(c) is an example of an incident command orga-
nization under an area commander where law is the incident
commander. See Figure C.1(a) for the organization at the
area command level. This organization would fit under the
box “Incident Commander 2” in Figure C.1(a).

Figure C.1(d) is an example of an incident command orga-
nization under an area commander where fire is the incident
commander. See Figure C.1(a) for the organization at the
area command level. This organization would fit under the
box “Incident Commander 3” in Figure C.1(a).

Figure C.1(e) is an example of an area command organiza-
tion for a multi-casualty incident involving three different lo-
cations. Although this is essentially for a medical incident,
other agencies are involved.

Area command should ensure that a centralized medical
communication function is established that coordinates
modes of patient transportation destination decisions be-
tween jurisdictions, impacted areas, and response agencies.
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AREA COMMANDER (UNIFIED AREA COMMANDER)

—— Area Command Public Information Officer
—— Area Command Safety Officer
—— Area Command Liaison Officer
Area Command Planning Chief I I Area Command Logistics Chief
Area Command Area Command
Situation Unit Leader Aviation Coordinator
Area Command Area Command
Resource Unit Leader Staging Manager
| Unified Command 1 | Incident Commander 2 | Incident Commander 3 |
I
[See Figure C.1(b)] [See Figure C.1(c)] [See Figure C.1(d)]

FIGURE C.1(a) Area Command Organization.

AREA COMMANDER

I
UNIFIED COMMAND 1
FIRE/LAW

—— Liaison Officer
—— Public Information Officer

—— Safety Officer
[ I I ]
Planning Section Operations Section Logistics Section Admin/Finance
Chief Chief* Chief Section Chief
Resource Unit Leader — Staging Manager
Situation Unit Leader ]
Intelligence Unit Leader | Fire Branch Director | | Law Branch Director |
—| Medical Group Supervisor | —| Contact Unit Leader |
[ Triage Unit Leader i: Patrol Car 1
— Treatment Unit Leader Patrol Car 2
'— Transport Unit Leader -
—| SWAT Group Supervisor |
—| Fire Suppression Group Supervisor | Entry Task Force Leader
— Rescue Task Force 1 2n-iper'\‘ll'asktch;rce_ll:eadeE d
| Rescue Task Force 2 risis Negotiation Team Leader
— Fire Task Force —| Bomb Squad Group Supervisor |
—| Hazardous Materials Group Supervisor | _| Force Protection Group Supervisor |
* The operations section chief can be - -
from Law with a deputy operations L Fire/EMS Protection Task Force

chief from Fire or vice versa, based _|

on incidental priorities. Perimeter Group Supervisor |

i: Exterior Task Force
Interior Task Force

FIGURE C.1(b) Unified Command Organization for Law—Fire Operation.
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AREA COMMANDER
I
INCIDENT COMMANDER 2
TRAFFIC INCIDENT (LAW)

—— Liaison Officer
— Public Information Officer
—— Safety Officer

Planning Section
Chief

Operations Section Logistics Section
Chief Chief (Highway Dept.)

—— Staging Area Manager

Admin/Finance
Section Chief

Traffic Control
Branch Director

Investigation Group
Supervisor

Medical Group
Supervisor

Towing Service
Group Supervisor

Division A Supervisor

_|

Accident Reconstruction Unit Leader |

L Perimeter Control Unit Leader

_|

Division C Supervisor

L Perimeter Access Unit Leader

—| Highway Group Supervisor

Detour Unit Leader |

Follow Me Crew A
Follow Me Crew C

Signage Unit Leader |

Flagger Crew A
Flagger Crew C

Witness Interview Unit Leader |

Crime Scene Investigation Unit Leader |

FIGURE C.1(c) Incident Command Organization for Traffic Incident (Law).

AREA COMMANDER
I

INCIDENT COMMANDER 3
STRUCTURE FIRE (FIRE)

—— Liaison Officer (Traffic Control)
— Public Information Officer
—— Safety Officer

—| Heavy Wrecker Unit Leader |
E Heavy Duty Crew Boss

Medium Duty Crew Boss
Small Duty Crew Boss

—| Hazard Cleanup Unit Leader |

—| Material Recovery Unit Leader |

Recovery Crew A
Recovery Crew C

Planning Section
Chief

Operations Section Logistics Section
Chief Chief

Admin/Finance
Section Chief

— Staging Area Manager

|—{ Medical Unit Leader

— Rapid Intervention Crew Rehab Manager

Fire Suppression
Branch Director

Hazmat Group

Supervisor

Medical Group

_|

Division A Supervisor |

Supervisor

_|

Entry Unit Leader |

.

—| Ventilation Group Supervisor |

Division C Supervisor |

—| Water Supply Unit Leader |

Triage Unit Leader |

Entry Crew
Backup Crew
'— Porters

— Division A Triage Crew
— Division C Triage Crew

—| Site Control Access Unit Leader |

_|

Treatment Unit Leader |

—| Decontamination Unit Leader |

— Immediate Treatment Manager
— Delayed Treatment Manager
— Minor Treatment Manager

_|

Transportation Unit Leader |

L Medical Communication Coordinator

FIGURE C.1(d) Incident Command Organization for Structure Fire Incident.
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AREA COMMANDER (UNIFIED AREA COMMANDER)

Medical Facility
Coordination
Distribution Function

— Area Command Public Information Officer
—— Area Command Safety Officer
—— Area Command Liaison Officer

Area Command Planning Chief I

Area Command
Situation Unit Leader

Area Command
Resource Unit Leader

Area Command Patient
Transportation Coordinator

| Area Command Logistics Chief

Area Command

Aviation Coordinator

Area Command

Staging Manager

Incident Commander 1

Incident Commander 2

Public Information Officer
Liaison Officer
Safety Officer

Operations

— Public Information Officer
— Liaison Officer
— Safety Officer

Section Chief

— Staging Manager

Operations
Section Chief

|— Staging Manager

Multicasualty Law Public Works Fire

Branch 1 Branch Branch Branch

Medical
Group 2

Incident Commander 3

— Public Information Officer
— Liaison Officer
— Safety Officer

Operations
Section Chief

|— Staging Manager

Medical
Group 3

Medical Group A |

Triage Unit | Triage Unit |

Medical Group B |

Treatment Unit Leader |

Treatment Unit Leader |

Patient Transport Group |

Patient Transport Unit Leader |

Patient Transport Unit Leader |

FIGURE C.1(e) Area Command Organization for Multicasualty Incident.

Annex D Fire Service Information

This annex is not a part of the requirements of this NFPA document
but is included for informational purposes only.

D.1 Fire Service Responder Safety. The text in Sections D.2,
D.3, and D.4 are extracted from Incident Command Positions
Manual: Fire Fighter Incident Safety and Accountability Guidelines,
which was developed by FIRESCOPE (Fire Resources of Cali-
fornia Organized for Potential Emergencies) and referenced
by the NFSIMSC (National Fire Service Incident Management
System Consortium) to assist fire departments in establishing
fire fighter safety and accountability guidelines. The manual is
one example of a fire fighter incident safety and accountabil-
ity guideline.

A fire department should have an operational retreat
policy. In addition to an emergency traffic radio message, fire
departments could use an additional signal, such as an appa-
ratus air horn, to cause an “evacuation” of responders. Some
departments have incorporated a series of three 10-second
short blasts on an air horn with a 10-second silence between
each series of blasts of an air horn. For fire departments that
adopt this system, it is very important for the incident com-
mander to select apparatus away from the command post to

reduce the possibility of missing radio messages while the air
horns are sounding.

The incident commander should conduct a personnel ac-
countability report (PAR) from each division or group super-
visor whenever there is a change in conditions that could cre-
ate an unsafe operation such as an “emergency traffic”
announcement to “all companies evacuate the building.”

When a tactical level management component supervisor
is requested to conduct a PAR, this supervisor is responsible
for reporting on the accountability of all companies or mem-
bers working within their area of responsibility. (A position de-
seription that addresses fire fighter incident safety and accountability
guideline is available from FIRESCOPE and is published in the ICS
910 publication.)

A safety officer should be designated by the incident com-
mander whenever the incident commander cannot perform
this vital function due to the size or complexity of the incident.
At an emergency incident where activities are determined by
the safety officer to be unsafe or to involve an imminent haz-
ard, the safety officer should have the authority to alter, sus-
pend, or terminate those activities. The safety officer should
immediately inform the incident commander of any actions

y
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taken to correct imminent hazards at the emergency scene. At
an emergency incident where a safety officer identifies unsafe
conditions, operation, or hazards that do not present an immi-
nent danger, the safety officer should take appropriate action
through the incident commander to mitigate or eliminate the
unsafe condition, operation, or hazard at the incident scene.

The safety officer should be designated by the incident
commander and be integrated with the incident management
system as a command staff member. The safety officer should
recon and monitor the scene and report the status of condi-
tions, hazards, and risks to the incident commander. The
safety officer can have designated assistant safety officers based
upon the need, size, complexity, or duration of the incident.

The incident commander should be provided with reports
of elapsed time-on-scene at emergency incidents in 15-minute
intervals from the emergency service organization communi-
cation center, until reports are terminated by the incident
commander.

Members operating in hazardous areas at emergency inci-
dents should operate in crews of two or more.

In the initial stages of an incident where only one crew is
operating in the hazardous area at a working structure fire, a
minimum of four individuals is required, consisting of two
individuals working as a crew in the hazard area and two indi-
viduals present outside this hazard area who are available for
assistance or rescue at emergency operations where entry into
the danger area is required. The standby members should be
responsible for maintaining a constant awareness of the num-
ber and identity of members operating in the hazardous area,
their location and function, and time of entry. The standby
members should remain in radio, visual, voice, or signal line
communications with the crew. The “initial stages” of an inci-
dent should encompass the tasks undertaken by the first arriv-
ing company with only one crew assigned or operating in the
hazardous area.

The following examples from NFPA 1500 indicate how a
fire department could deploy a team of four members initially
at the scene of a structure fire:

(1) The team leader and one fire fighter could advance a
fire-fighting hoseline into the IDLH atmosphere, and one
fire fighter and the pump operator become the stand-by
members.

(2) The team leader could designate the pump operator to
be the incident commander. The team leader and one
fire fighter enter the IDLH atmosphere, and one fire
fighter and pump operator remain outside as the stand-by
members.

(3) The two fire fighters could advance the hoseline in the
IDLH atmosphere, and the team leader and pump opera-
tor remain outside as stand-by members.

Once a second crew is assigned or operating in the hazard-
ous area, the incident should no longer be considered in the
“initial stage,” and at least one rapid intervention crew/
company should comply with the following requirements:

(1) On-scene members designated and dedicated as rapid in-
tervention crew/company

(2) On-scene members performing other functions but ready
to re-deploy to perform rapid intervention crew/
company functions

The assignment of any responder as members of the rapid
intervention crew/company should not be permitted if aban-
doning their critical task(s) to perform rescue clearly jeopar-
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dizes the safety and health of any member operating at the
incident.

As the incident expands in size or complexity, which in-
cludes an incident commander’s requests for additional re-
sources beyond the fire department’s initial attack assign-
ment, the dedicated rapid intervention crew/company (RICs)
should upon arrival of these additional resources be either
one of the following:

(1) On-scene members designated and dedicated as rapid in-
tervention crew/company

(2) On-scene crew/company or crews/companies located for
rapid deployment and dedicated as rapid intervention
crews

During fire fighter rescue operations, each crew/company
should remain intact.

At least one dedicated rapid intervention crew/company
should be in the “stand-by mode” with equipment to provide
for the rescue of members that are performing special opera-
tions or for members that are in positions that present an
immediate danger of injury in the event of equipment failure
or collapse.

When more than one RIC is deployed, consider imple-
menting a rescue group supervisor to manage the multiple
rapid intervention companies and to coordinate any rescue
attempts when in the “deployment mode.”

Whenever a RIC is deployed, the incident commander
should designate another RIC in the “stand-by mode” to pro-
vide for fire fighter safety.

Additional areas that are also very important in reducing
risks to members include the following:

(1) Effective training

(2) Rest and rehabilitation

(3) Continuous evaluation of changing conditions
(4) Past experience

This information regarding safety and safety officers is to
enhance fire departments that need assistance in developing
their standard operating procedures in regards to safety and
accountability of their members.

D.2 Function of the Safety Officer. The safety officer is inte-
grated within the incident command system and identified as
a member of the command staff. Fire departments should de-
fine the standard operating procedures for the response of a
safety officer. The incident commander should consider assis-
tant safety officers to assist the safety officer in covering the
geographic areas of the incident.

The safety officer should be instructed to recon the scene
and report to the incident commander the status of condi-
tions, hazards, and risks. The safety officer should ensure the
fire department’s personnel accountability system is being uti-
lized and an incident scene rehabilitation tactical level man-
agement component is established.

The incident commander should provide the safety officer
with the incident action plan. In the initial stage of the inci-
dent, this could be as simple as a verbal report. The safety
officer should provide the incident commander with a risk
assessment of the incident scene operations.

The safety officer’s responsibilities include:

(1) Ensuring established safety zones, collapse zones, hot

zone, and other designated hazard areas are communi-
cated to all members on scene
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(2) Evaluating motor vehicle scene traffic hazards and appa-
ratus placement and taking appropriate actions to miti-
gate hazards

(3) Monitoring radio transmissions, and staying alert to trans-
mission barriers that could result in missed, unclear, or
incomplete communications

(4) Communicating to the incident commander the need for
assistant safety officers due to the need, size, complexity,
or duration of the incident

D.3 Fire Suppression. The function of incident scene safety
shall be carried out at all incidents. It is the responsibility of
the IC, who cannot perform this function due to the size or
complexity of the incident, to assign or request response of a
safety officer to fill this function. However, there are incidents
that require immediate response or on-scene designation of a
safety officer who has technical expertise. This could include
such incidents as a hazardous materials or special operations
incident. These types of incidents should be defined in the fire
department’s response policy or procedure to ensure the
safety officer responds. Likewise, some situations require a
safety officer to respond after personnel are on the scene, such
as a working fire or at the request of the incident commander.

Afire department should develop response procedures for
a safety officer who is on call or designated to respond. Ex-
amples could be as follows:

(1) Commercial fire

(2) Multiple alarm

(3) Fire fighter injury or fire fighter transported for treat-
ment

(4) Hazardous materials incident

(5) Technical rescue incident

At the request of the incident commander, the safety of-
ficer should confirm with the incident commander that a
rapid intervention crew/company is available and ready for
deployment and that a rapid intervention group supervisor is
considered for multiple crews.

Where fire has involved a building or buildings, the safety
officer should advise the incident commander of hazards, col-
lapse potential, and any fire extension in such buildings.

The safety office should evaluate visible smoke and fire
conditions and advise the incident commander, tactical level
management component supervisors, or company officers of
the potential for flashover, backdraft conditions, unsafe struc-
tural conditions, or other fire events that could pose a threat
to operational teams.

The safety officer should monitor the accessibility of entry
and egress of structures and the effect it has on the safety of
members conducting interior operations.

The need, size, complexity, or duration of an incident can
necessitate the need for additional assistant safety officers. In-
cidents such as high-rise building fires, hazardous materials
incidents, and special operations may require additional assis-
tance. In these cases, the safety officer should request from the
incident commander the establishment of assistant safety of-
ficers under the direction of the safety officer. Assistant safety
officers can be assigned to handle scene monitoring, action
planning, risk management, interior safety at incidents in
high-rise buildings, complex incidents, or operations such as
hazardous materials incidents or special operations, or serve
as relief for the safety officer during extended incidents.

Some safety officer functions are best performed by indi-
viduals with specific expertise, and this is particularly true in
highly technical areas. Fire departments should endeavor to

have more than one qualified individual to perform all essen-
tial functions within the incident command system.

The safety officer’s responsibilities include documenting
pertinent information about the incident, including assign-
ments given by the incident commander, the safety plan, ob-
stacles encountered, and significant accidents and/or inju-
ries. It is important to include successful actions as well as
those actions that require training or procedural changes to
improve incident safety and health for all members.

The information that has been provided is not inclusive of
all aspects of safety. The intent was to provide information to
fire departments across the country of the need to address this
very important safety officer area, and to provide additional
safety for personnel working in a very dangerous occupation.

The area of safety is being addressed in many different ways
in the fire service. This area continually needs to be addressed
by incident commanders and fire departments through train-
ing. FIRESCOPE has developed a position description for a
safety officer and assistant safety officers and continues to en-
hance this very important area. The NFIMS Consortium has
also expanded the responsibilities for a safety officer and assis-
tant safety officers.

NFPA 1500 sets a minimum requirement for a fire service—
related occupational safety and health program. By reviewing
this NFPA standard, fire fighters can obviously see that
NFPA 1500 addresses the areas of “safety.” This subject is very
broad-based, and there are many different aspects of safety.

Fire departments have many obligations that include pro-
viding safety equipment and developing standard operating
procedures for their individual members to follow. But it is
incumbent on individual department members to use the per-
sonal protective equipment issued and to follow department
operational procedures to ensure the safety of all personnel
operating on the fire ground.

Members who are provided safety clothing shall use the
protective ensemble for the type of incident to which they are
exposed, such as structural fire fighting, wildland fire fighting,
emergency medical incidents, proximity fire fighting, hazard-
ous materials incidents, and other types of incidents. Depart-
ment members must wear the appropriate respiratory protec-
tion when exposed to IDLH atmospheres, and a personal alert
safety system (PASS) shall be activated prior to entry. Eye, face,
and hearing protection needs to be worn when appropriate
for protection.

D.4 Developing SOPs. The following example is provided for
those departments or agencies who want to implement their
own standard operating procedures. Additional information
can be obtained from FIRESCOPE Fire Fighter Incident
Safety and Accountability Guidelines, ICS 910.

D.4.1 Risk Management During Emergency Operations. The
incident command system starts with the arrival of the first
department company. The first company to arrive integrates
risk management into the routine functions of incident com-
mand.

As indicated in NFPA 1500, the concept of risk manage-
ment should be utilized on the basis of the following prin-
ciples:

(1) Activities that present a significant risk to safety of mem-
bers should be limited to situations where there is a po-
tential to save endangered lives.

(2) Activities that are routinely employed to protect property
should be recognized as inherent risks to the safety of
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members, and actions shall be taken to reduce or avoid
these risks.

(8) No risk to the safety of members should be acceptable
when there is no possibility to save lives or property.

As indicated in (2), “actions should be taken to reduce or
avoid these risks.” Identifying potential safety concerns to
members and taking actions to reduce risks to fire fighters is
without a doubt one of the most important things that can be
accomplished. The following are just some of the ways to re-
duce the overall risks to members operating at the scene of
emergency incidents:

(1) Written guidelines should be established and used that
provide for the tracking and inventory of all members
operating an emergency incident.

(2) All members operating in an emergency are responsible
to actively participate in the department’s accountability
system.

(3) The incident commander should be responsible for the
overall responder accountability for the incident. The
incident commander should initiate an accountability
worksheet at the beginning of the incident and maintain
the system throughout the operation.

(4) The incident commander should maintain an awareness
of the location and function of all companies assigned to
an incident.

(5) The incident commander should implement branch di-
rectors, and division or group supervisors, when needed
to reduce the span of control for the incident com-
mander.

(6) Branch directors, and division or group supervisors,
should directly supervise and account for companies op-
erating under their command.

(7) Company commanders are accountable for all company
members, and company members are responsible to re-
main under the supervision of their assigned company
commander. Members should be responsible for follow-
ing the personnel accountability system procedures,
which should be used at all incidents.

(8) The incident command system should provide for addi-
tional accountability responders based on the size, com-
plexity, or needs of an incident. The implementation of
division or group supervisors can assist the incident com-
mander in this area by reducing the span-of-control.

(9) The incident commander should provide for control of
access to the incident scene.

(10) Adepartment should adopt and routinely use a standard
responder identification system to maintain accountabil-
ity for each member assigned to an incident. There are
several accountability systems used during structural fire
fighting.

(11) The personnel accountability system should provide an
accounting of those members actually responding to the
scene on each company or apparatus.

(12) The incident command system should include standard
operating guidelines that use “Emergency Traffic” com-
munication to evacuate responders from an area where
imminent hazard is found to exist and to account for
their safety.

The fire department standard operating procedure should
provide direction in the use of clear text/plain language radio
messages for emergency incidents. The standard operating
procedure should use “Mayday” as the hailing call for a fire-
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fighter in trouble along with the “Emergency Traffic” alert
tone to clear the radio channel and a description of the con-
ditions present. It is important to recognize that a fire service
member may only say something as simple as “help,” but emer-
gency procedures will need to be activated to facilitate the
rescue of the member.

“Emergency Traffic” should be used to clear the radio
channel for serious conditions.

Clear text/plain language should be used to describe the
emergency conditions present. Examples of emergency condi-
tions that could be used include the following:

»

(1) “Mayday” — “responder down,
“responder trapped”

responder missing,” or

(2) Serious conditions — “all members evacuate the build-
ing”

(3) Change in conditions — “wind changed direction from
north to south”

(4) Hazard identification — “power line has energized fence
or metal roof”

(5) Change in tactics — “change from offensive to defensive”

When a member has declared “Mayday” or “Emergency
Traffic,” that person should use clear text/plain language to
identify the type of emergency, change in conditions, or tacti-
cal operations. The member who declared the “Mayday” or
“Emergency Traffic” should conclude the condition by trans-
mitting “all clear, resume radio traffic” to end the emergency
situation or to reopen the radio channels for communications
after announcing the emergency message.

Annex E  Functional Assignments for High-Rise
Building Incidents

This annex is not a part of the requirements of this NFPA document
but is included for informational purposes only.

E.1 General. This annex is provided to assist the incident
commander in establishing special functions within the logis-
tics section and assigning supervisory responsibilities for those
functions at incidents involving high-rise buildings. These
functions include base, lobby control, and systems control. In
addition, with fires in high-rise buildings, the function of
ground support is greatly increased.

E.1.1 Base. The base function is responsible for the assembly
and deployment of personnel and equipment to those loca-
tions at the incident where they are needed. The base man-
ager should establish an area to serve as the primary point
outside the structure to which responding resources report
and from which resources receive their initial orders for enter-
ing the incident. The base function works in coordination
with the lobby control function. The base manager reports to
the logistics section chief, or to the incident commander if the
logistics section has not been activated.

The incident commander determines the need for the
base function at a high-rise building incident. The incident
commander then establishes the level of resources required by
the base function and requests those resources from the dis-
patch center. Once the level of resources is established, the
base manager needs to ensure that the level is maintained
until he or she is notified by the logistics section chief or inci-
dent commander. The base manager must maintain commu-
nications with the resource status unit (planning section) to
ensure accurate accountability of resources at the incident.
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The responsibilities of the base manager can be summa-
rized as follows:

(1) Verify the location where the base function is established
with the incident commander.

(2) Determine the most effective access route to the base
function area for responding resources and advise the dis-
patch center.

(3) Establish one or more safe routes to the fire building and
coordinate the route(s) with the lobby control unit
leader.

(4) Maintain an accurate log of apparatus, equipment, and
available personnel at the base.

(5) Coordinate the movement of equipment and resources
into the fire building through the lobby control function.

(6) Establish equipment pools by priority of need according
to the incident action plan and coordinate with the logis-
tics section chief.

(7) Ensure resources, such as apparatus, equipment, and per-
sonnel, needed to support the base function are re-
quested before they are actually needed.

(8) Ensure the security of the area used for the base function,
including utilizing law enforcement if necessary.

(9) Coordinate the establishment of a water supply to the
base of a stairwell(s) for use by ground support personnel.

The base manager must control resources as they arrive at
the base function site. Strict control must be maintained over
the parking location and movement of personnel and equip-
ment through the area. The base manager must select a site
for the base function that is large enough for the parking and
movement of a large number of responding apparatus. Typical
base function sites include very wide streets or large parking
areas. Apparatus parked diagonally allow easy access to and
egress from the base function site. If a street is used as a base
function site, the street should be blocked to nonemergency
vehicles. If law enforcement personnel are not available for
this task, aerial ladder apparatus or other large emergency
service organization vehicles could be used. Apparatus driv-
er(s) must remain with their vehicles in the event they need to
move them to allow other vehicles or apparatus to enter the
parking area.

The establishment of safe traffic flow routes will ensure the
effective movement of personnel and equipment into and out
of the high-rise building. Pickup trucks or similar vehicles
could be used to move portable equipment if necessary. Priori-
ties for deployment of personnel and equipment to the inci-
dent must be established with providing spare SCBA air cylin-
ders as the first priority.

The base manager should ensure that fire company integ-
rity is maintained. Fire companies must stay together as cohe-
sive units. An accurate log of the arrival at and departure from
the base function area must be maintained.

E.1.2 Lobby Control. The responsibilities for the lobby con-
trol function at a high-rise building incident are extensive.
The establishment of the lobby control function should be a
high priority similar to the staging function, and it is recom-
mended that the lobby control function be established at all
working high-rise building incidents as the first alarm assign-
ment arrives. The lobby control unit leader reports to the lo-
gistics section chief or to the incident commander if the logis-
tics section has not been established.

The lobby control unit leader needs to report the number
of stories in the building, based on elevator floor indicators,
and whether the elevators have been recalled to the logistics

section chief or incident commander. This information is im-
portant because of the possibility that people could be
trapped in elevators.

The lobby control unit leader is responsible for the control
of emergency service organization personnel and civilians en-
tering and exiting the building. It is very important to direct
incoming resources to the correct stairwell when they are as-
cending to upper stories or staging. All personnel entering or
exiting the building should be accounted for by maintaining
records that include in and out times and destinations. Com-
panies ascending to upper stories should always carry addi-
tional equipment until adequate resources are established.

When the elevators are determined to be safe, the lobby
control unit leader should designate specific elevators to be
used by fire department personnel. The lobby control unit
leader should assign an individual from an emergency services
organization (ESO) as the elevator operator. Any elevator car
not equipped for fire fighter service should be placed out of
service.

E.1.3 System Control. The system control function is respon-
sible for controlling the important building systems that affect
the firefighting operation. The system control unit leader
might be required to shut down the HVAC system to reduce
smoke and heat movement within the building unless an on-
scene building engineer can isolate the HVAC to assist with
smoke removal. The system control unit leader should also
verify that the water supply into the building’s sprinkler system
and standpipe system is adequate or is being supplemented
through the appropriate siameses. The system control unit
leader should identify and use the resources in the fire control
room, which typically include the controls for the public ad-
dress system and HVAC system, the fire alarm panel with its
related information, and sound-powered phones. The build-
ing engineer should be used when available. The system con-
trol unit leader should also relay pertinent building informa-
tion to the incident commander.

The responsibilities of the system control unit leader can
be summarized as follows:

(1) Use the building’s communication system to provide direc-
tions to civilian occupants.

(2) Pressurize the stairwells with fans when the building
HVAC cannot be used.

(3) Determine the safest occupant egress routes for people
exiting the building.

(4) Use law enforcement personnel to assist occupants evacu-
ating the building and to direct the occupants to move a
minimum of 200 ft (60 m) from the building.

E.1.4 Ground Support. The ground support function, for-
merly known as the stairwell support function, is implemented
when equipment cannot be moved to the staging area by el-
evators or when an additional water supply is needed. This
operation can involve a large number of personnel, not only
for the initial operation but also to provide relief personnel.
The ground support unit leader reports to the logistics section
chief, or to the incident commander if the logistics section has
not been activated.

The responsibility of the ground support function is the
priority transportation of equipment by way of a stairwell to
the staging area. If equipment is delivered to the roof by heli-
copter, ground support personnel must handle equipment
movement down the stairwell to the staging area. If an auxil-
iary water supply is required to be deployed up a stairwell, the
ground support unit leader must coordinate and supervise
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this effort. In this situation, the ground support unit leader
should communicate with the base manager on the need for
the base function to provide a water supply line to the appro-
priate stairwell entrance.

The following strategies will be helpful in performing the
ground support function:

(1) Determine the number of personnel necessary to accom-
plish the task. Consider ratios of one person per two sto-
ries and one officer per four or five personnel.

(2) If available, provide a separate radio channel for ground
support.

(3) Make sure officers remain mobile to supervise the opera-
tion. Ground support is very demanding work, and offic-
ers must ensure a smooth flow of equipment at a pace that
can be sustained.

(4) Make sure officers monitor their personnel for signs of
undue fatigue or distress. If it is to be an extended opera-
tion, arrange for timely relief and consider assigning two-
person teams alternating with one carrying and one rest-
ing.

(5) Coordinate with the lobby control function or the base
function to be sure equipment is delivered to the stairwell
entrance at ground level.

Normally, one person picks up equipment at the first story
(ground floor) entrance to the stairwell and carries it to the
third-story landing. That person then returns to the first story
for another load. A person at the third story carries the equip-
ment to the fifth-story landing and then returns to the third
story for another load. This process continues until the equip-
ment is delivered to the staging area. Moving equipment be-
yond that point is the responsibility of the staging area man-
ager.

If the route involves unusual problems, long or crossover
hallways, scissor stairwells, and so forth, supervisory personnel
might need to adjust assignments. Ground support personnel
should have their personal safety equipment (protective cloth-
ing, helmets, breathing apparatus, and flashlights) available to
them in the stairwell. In addition, officers should have their
portable radios and, when available, building sound-powered
phones.

Annex F Development of Subordinate Officers or
Implementing a More Efficient Management System

This annex is not a part of the requirements of this NFPA document
but is included for informational purposes only.

FE.1 General. Emergency service organizations (ESOs) should
develop a process for the development of subordinate officers.
This process could be used for subordinate officer training,
for improving decision-making skills, and to provide a higher
level of safety for on-scene responders. Senior ranking officers
have many different ways to provide oversight observation at
incidents.

E2 Subordinate Officer Development. The following meth-
ods can be used to develop subordinate officers:

(1) The senior ranking officer assumes the roles and respon-
sibilities of the incident commander, including strategic
planning, and designates the subordinate officer as the
deputy incident commander. This allows the subordinate
officer (deputy incident commander) the ability to con-
tinue directing all tactical operations in the management

\

@ 2014 Edition

of the incident. In this capacity, the senior ranking inci-
dent commander can observe and provide advice to the
subordinate officer.

(2) The senior ranking officer could take over the roles and
responsibilities of the incident commander and designate
the subordinate officer as the operations section chief,
allowing the subordinate officer to continue in managing
all tactical operations. In this capacity, the senior ranking
incident commander can observe and serve in an advisory
role to the operations section chief, providing direction
as necessary. The implementation of the operations sec-
tion chief by a senior ranking officer relieves the first-in
officer of the roles and responsibilities of the incident
commander, allowing the first-in incident commander to
concentrate on the tactical management and deployment
of resources.

(3) The senior ranking officer could elect to stand by in an
advisory role overseeing the incident commander and
providing direction as necessary.

The advantage of using any of these methods is that the
senior ranking officer is in a position to take over the incident
management if necessary (e.g., during the transition from a
small-scale incident to a larger-scale one).

The senior ranking officer could further assist the subordi-
nate officer by delegating to another arriving officer the roles
and responsibilities of a planning section chief in maintaining
accountability and documentation for resource status and
situation status on a simple tactical worksheet, confirming the
incident action plan, and checking building inventory records
or prefire plans. Any actions in assigning additional officers to
these roles should be incident-driven to ensure the overall
management structure is sufficient to provide for the safety of
personnel working on the incident.

All these actions have proven beneficial in the develop-
ment of subordinate officers. These procedures can be used to
provide support, guidance, and direction by advising the sub-
ordinate officer through the use of existing incident manage-
ment system positions.

Annex G Incident Management for the Fire Service
on Type 5 or Type 4 Incidents

This annex is not a part of the requirements of this NFPA document
but is included for informational purposes only.

G.1 The fire service responds to a wide range of emergency
incidents on a daily basis. In order to effectively manage per-
sonnel and resources and to provide for the safety and welfare
of personnel, departments will always operate within an inci-
dent command system. This annex material identifies stan-
dard fire department operations for a Type 5 or Type 4 inci-
dent.

G.2 Incident Command. A command system is designed to do
the following:

(1) Fix the responsibility for command on one individual
through a standard identification system

(2) Ensure that a strong, direct, and visible command will be
established from the onset of the incident

(3) Establish an effective incident organization defining the
activities and responsibilities assigned to the incident
commander (IC) and the other individuals operating
within the incident command system



